Datenschutzhinweise des Ev.-Luth. Kirchenkreises Nordfriesland
Stand: 05.02.2026

Fir den Ev.-Luth. Kirchenkreis Nordfriesland ist Datenschutz ein hohes Gut. Wir méchten
daher gerne unserer Informationspflicht aus § 17 Datenschutzgesetz der Evangelischen
Kirche in Deutschland (DSG-EKD) nachkommen und Sie moglichst umfassend und
transparent tUber die Verarbeitung personenbezogener Daten durch den Kirchenkreis
informieren. Hierzu haben wir diese Datenschutzhinweise entwickelt, die verschiedene
Sachverhalte bzw. Verarbeitungsvorgange behandeln, in denen wir personenbezogene
Daten verarbeiten.

Im 1.) Teil der Datenschutzhinweise moéchten wir Ihnen dabei diejenigen Informationen
zukommen lassen, die fir alle geschilderten allgemeinen Sachverhalte gleichermal3en
gelten. Je nachdem, in welcher Beziehung Sie zu unserem Kirchenkreis stehen, z.B. als
bewerbende Personen, beschaftigte Personen, Pastor/Pastorin, ehrenamtlich Engagierte/r
oder als Elternteil eines Kita-Kindes, finden Sie dann im Il. Teil der Datenschutzhinweise
erganzende Informationen zu den jeweiligen Verarbeitungsvorgangen (vgl. Sie hierzu auch
die Ubersicht der Verarbeitungen auf Seite 3).

Bitte lesen Sie daher zunachst die allgemeinen Informationen aus dem I. Teil und sodann
den fur Sie zutreffenden Abschnitt aus dem II. Teil der Datenschutzhinweise.

I.) Allgemeiner Teil (gilt fur alle Abschnitte)

1.) Verantwortliche Stelle:
Ev.-Luth. Kirchenkreis Nordfriesland
-vertreten durch den Kirchenkreisrat
Kirchenstralie 2

25821 Breklum

Telefon: +49 (0)4671 6029-0
Telefax: +49 (0)4671 6029-399
E-Mail: info@kirche-nf.de

2.) Unser Datenschutzbeauftragter:

Christian Weirich

Centrias GmbH

Ziethenstralle 14a, 22041 Hamburg, Germany

Telefon: +49 (0)40 22866853-1 oder Mobil: +49 177 3276860
E-Mail: weirich@centrias.com

3.) Ihre Rechte als betroffene Person:

Nach dem fur uns geltenden Datenschutzrecht, insbesondere dem Datenschutzgesetz der
Evangelischen Kirche in Deutschland (DSG-EKD), stehen Ihnen gegenlber der verant-
wortlichen Stelle umfassende Rechte zu. Sie haben — jeweils unter den Voraussetzungen
der genannten Vorschriften — insbesondere das Recht auf:

e Auskunft (§ 19 DSG-EKD): Sie kdnnen Auskunft tGber Ihre durch uns verarbeiteten
personenbezogenen Daten verlangen. Insbesondere konnen Sie Auskunft Gber die
Verarbeitungszwecke, die Kategorie der personenbezogenen Daten, die Empfanger oder
die Kategorien von Empfangern, gegenuber denen lhre Daten offengelegt wurden, die
geplante Dauer, fUr die die personenbezogenen Daten gespeichert werden, oder, falls dies
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nicht madglich ist, die Kriterien fur die Festlegung dieser Dauer, das Bestehen eines Rechts
auf Berichtigung, Léschung, Einschrankung der Verarbeitung oder Widerspruch, das
Bestehen eines Beschwerderechts bei der Aufsichtsbehdrde sowie Uber alle verfugbaren
Informationen Uber die Herkunft Ihrer Daten, sofern diese nicht bei uns erhoben wurden,
und uber das Bestehen einer automatisierten Entscheidungsfindung einschlief3lich
Profiling verlangen.

e Berichtigung (§ 20 DSG-EKD): Sie haben das Recht, unverzuglich die Berichtigung
unrichtiger oder Vervollstandigung lhrer bei uns gespeicherten personenbezogenen Daten
zu verlangen.

e Loschung (§ 21 DSG-EKD): Sie haben das Recht die Léschung lhrer bei uns
gespeicherten personenbezogenen Daten zu verlangen, soweit nicht die Verarbeitung zur
Auslibung des Rechts auf freie Meinungsaul3erung und Information, zur Erfillung einer
rechtlichen Verpflichtung, aus Griinden des o6ffentlichen Interesses oder zur Geltend-
machung, Ausibung oder Verteidigung von Rechtsanspriichen erforderlich ist.

e Einschrankung der Verarbeitung (§ 22 DSG-EKD): Sie haben das Recht die
Einschrankung der Verarbeitung |Ihrer personenbezogenen Daten zu verlangen, soweit die
Richtigkeit der Daten von Ihnen bestritten wird, die Verarbeitung unrechtmallig ist, Sie
aber deren Loschung ablehnen und wir die Daten nicht mehr bendtigen, Sie jedoch diese
zur Geltendmachung, Ausiibung oder Verteidigung von Rechtsanspriichen benétigen oder
Sie gemal § 25 DSG-EKD Widerspruch gegen die Verarbeitung eingelegt haben.

e Datenuibertragbarkeit (§ 24 DSG-EKD): Sie haben das Recht, die Sie betreffenden
personenbezogenen Daten, die sie uns bereitgestellt haben, in einem strukturierten,
gangigen und maschinenlesbaren Format zu erhalten, und Sie haben das Recht, diese
Daten einer anderen verantwortlichen Stelle ohne Behinderung durch die verantwortliche
Stelle, der die personenbezogenen Daten bereitgestellt wurden, zu Ubermitteln, sofern die
Verarbeitung auf einer Einwilligung oder auf einem Vertrag beruht und die Verarbeitung
mithilfe automatisierter Verfahren erfolgt.

e Widerruf der Einwilligung (§ 11 Abs. 3 DSG-EKD): Sie haben das Recht, lhre
Einwilligung jederzeit zu widerrufen. Durch den Widerruf der Einwilligung wird die
Rechtmaligkeit der aufgrund der Einwilligung bis zum Widerruf erfolgten Verarbeitung
nicht beruhrt.

e Widerspruch (§ 25 Abs. 1 DSG-EKD): Sie haben das Recht, aus Grunden, die sich aus
Ihrer besonderen Situation ergeben, jederzeit gegen die Verarbeitung Sie betreffender
personenbezogener Daten gemall § 6 Nummer 3 oder Nummer 4 DSG-EKD Widerspruch
einzulegen.

e Widerspruch (§ 25 Abs. 2 DSG-EKD): Werden personenbezogene Daten von
Unternehmen im Sinne von § 4 Nummer 19 DSG-EKD verarbeitet, um Direktwerbung zu
betreiben, so haben Sie das Recht, jederzeit Widerspruch gegen die Verarbeitung Sie
betreffender personenbezogener Daten zum Zwecke derartiger Werbung einzulegen; dies
gilt auch fur das Profiling, soweit es mit solcher Direktwerbung in Verbindung steht.

e Beschwerde (§ 46 DSG-EKD): Sie haben das Recht, sich unbeschadet anderweitiger
Rechtsbehelfe mit einer Beschwerde an die Aufsichtsbehdrde zu wenden, wenn Sie der
Ansicht sind, bei der Verarbeitung Ihrer personenbezogenen Daten in Ihren Rechten
verletzt worden zu sein. Die flr uns zustandige Aufsichtsbehorde ist:
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Der Beauftragte fur den Datenschutz der EKD
Datenschutzregion Ost

Invalidenstral3e 29, 10115 Berlin

Telefon: +49 (0)30 2005157-0

Fax: +49 (0)30 2005157-20
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https://datenschutz.ekd.de/ueber-uns/unsere-struktur/

Il.) Teil (erganzende Abschnitte)

Im Folgenden finden Sie Angaben zu verschiedenen Kontexten, in denen der Kirchenkreis
personenbezogene Daten verarbeitet. Informieren Sie sich bitte unter dem fir lhre
Beziehung zum Kirchenkreis jeweils zutreffenden Abschnitt.

Bitte beachten Sie, dass nicht samtliche Datenverarbeitungen des Kirchenkreises in
diesen Hinweisen abgebildet sind. Fur bestimmte Verarbeitungsvorgange — z.B. beim
Besuch unserer Website oder bei der Nutzung von Formularen oder Einwilligungs-
erklarungen) — kénnen gesonderte Datenschutzhinweise gelten.

Ubersicht:

A) Datenschutzhinweise fur Bewerberinnen und Bewerber (Seite 3)

B) Datenschutzhinweise fur Beschaftigte (Seite 5)

C) Datenschutzhinweise fur Pastorinnen und Pastoren (Seite 11)

D) Datenschutzhinweise flir Personensorgeberechtigte (Kita-Werk) (Seite 17)

E) Datenschutzhinweise Friedhofsverwaltung (Seite 21)

F) Datenschutzhinweise fur Teilnehmer/innen an Veranstaltungen des Kirchenkreises
(Seite 25)

G) Datenschutzhinweise Gremienarbeit (Seite 28)

H) Datenschutzhinweise bei Miete, Pacht und Erbbaurechtsverhaltnissen (Seite 30)

|) Datenschutzhinweise Versicherungen (Seite 34)

J) Datenschutzhinweise zum Antrag auf Benutzung von Archivgut (Seite 37)

K) Datenschutzhinweise Meldewesen (Seite 39).

A) Datenschutzhinweise fuir Bewerberinnen und Bewerber

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und Ihren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen verarbeiten wir?

Im Rahmen des Bewerbungsverfahrens verarbeiten wir vor allem diejenigen personen-
bezogenen Daten, die Sie uns selbst GUbermitteln, insbesondere: Name, Vorname,
Geburtsdatum, Adresse, Telefonnummer, E-Mail-Adresse, Bewerbungsunter-lagen
(Anschreiben, Lebenslauf, Zeugnisse, Arbeitszeugnisse, Zertifikate, Referenzen etc.),
Angaben zum bisherigen Werdegang, vormalige Arbeitgeber, berufliche Qualifikationen,
ggf. Gesundheitsdaten und Angaben zur Schwerbehinderung.

3. Auf welcher Rechtsgrundlage erfolgt die Datenverarbeitung und zu welchen
Zwecken?

Ihre personenbezogenen Daten werden zum Zweck der Durchfuhrung des Bewerbung-
sverfahrens verarbeitet, insbesondere um Ihre Qualifikation und Eignung fur eine
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Arbeitsstelle zu Uberprifen. Die Verarbeitung erfolgt auf Grundlage von § 49 des
Kirchengesetzes Uiber den Datenschutz der Evangelischen Kirche in Deutschland (EKD-
Datenschutzgesetz — DSG-EKD). Nach § 49 DSG-EKD ist die Verarbeitung derjenigen
personenbezogenen Daten zuldssig, die fur die Begriindung eines Beschaftigungs-
verhaltnisses erforderlich sind.

Sofern nach dem Bewerbungsverfahren ein Arbeitsvertrag mit Ihnen abgeschlossen wird,
speichern wir Ihre Daten in der Personalakte und in unseren IT-Systemen, soweit dies zur
Durchfihrung des Beschaftigungsverhaltnisses erforderlich ist. Rechtsgrundlage fur diese
Verarbeitung ist ebenfalls § 49 DSG-EKD.

Falls Sie uns besondere Kategorien personenbezogener Daten i.S.d. § 4 Nr. 2 DSG-EKD
(z.B. Gesundheitsdaten, Angaben zur Schwerbehinderung) zur Verfigung stellen,
verarbeiten wir diese nur, wenn dies fur die Durchfihrung des Bewerbungsverfahrens
erforderlich ist oder Sie uns dazu Ihre ausdruckliche Einwilligung erteilt haben.
Rechtsgrundlage hierfur ist § 13 DSG-EKD.

Falls Sie uns im Rahmen des Bewerbungsverfahrens eine Einwilligung zur Verarbeitung
von personenbezogenen Daten erteilen, bspw. zur langeren Speicherung lhrer
Bewerbungsunterlagen in einem Bewerber/innen-Pool), ist die Rechtsgrundlage hierfir § 6
Nr. 2i.V.m. § 49 Abs. 3 DSG-EKD.

Sollten die Daten nach Abschluss des Bewerbungsverfahrens ggf. zur Rechtsverfolgung
oder Rechtsverteidigung erforderlich sein, kann eine Datenverarbeitung auf Basis der
Voraussetzungen von § 6 DSG-EKD, insbesondere zur Wahrnehmung von berechtigten
Interessen nach § 6 Nr. 8 DSG-EKD erfolgen. Unser Interesse besteht dann in der
Geltendmachung oder der Abwehr von Anspriichen.

4. Wie lange werden lhre Daten gespeichert?

Daten von Bewerberinnen und Bewerbern werden im Falle einer Absage nach 6 Monaten
geldscht, sofern keine langere Aufbewahrung erforderlich ist (z.B. zur Verteidigung gegen
rechtliche Anspriche). Sollten Sie im Rahmen des Bewerbungsverfahrens den Zuschlag
fur eine Arbeitsstelle erhalten, werden lhre Daten aus dem Bewerbungsverfahren in der
Personalakte und in unseren IT-Systemen gespeichert. In diesem Falle werden lhre Daten
nach Ablauf der gesetzlichen Aufbewahrungsfristen geldéscht. Wir weisen jedoch darauf
hin, dass wir Schriftgut dem zustandigen kirchlichen Archiv anbieten mussen, sodass
Schriftgut, das ggf. auch Ihre personenbezogenen Daten enthalt, durch das kirchliche
Archiv langer bzw. dauerhaft aufbewahrt werden kann. Die Rechtsgrundlagen hierfur
finden sich im Kirchengesetz Uiber das Archivwesen in der Evangelisch-Lutherischen
Kirche in Norddeutschland (Archivgesetz — ArchG), insbesondere in § 7 ArchG
(Anbietungspflicht).

Falls Sie uns eine Einwilligung fur die langere Speicherung Ihrer Bewerbung erteilt haben
(Bewerber/innenpool), erfolgt die Loschung spatestens nach 24 Monaten, es sei denn, Sie
widerrufen lhre Einwilligung zuvor.

5. An welche Empfanger werden die Daten weitergegeben?

Innerhalb des Kirchenkreises erhalten nur diejenigen Personen Zugriff auf lhre personen-
bezogenen Daten, die direkt in den Bewerbungsprozess involviert sind. Dies kdnnen
insbesondere sein: Mitarbeitende der Personalabteilung, Fachvorgesetzte der jeweiligen
Abteilung, Verwaltungsleitung, Dienstvorgesetzte, Mitglieder des Kirchenkreisrates/
Geschaftsfuhrender Ausschuss (falls erforderlich), Mitglieder der Mitarbeitendenvertretung
sowie ggf. der Schwerbehindertenvertretung.
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In der Regel werden die Daten aus lhrem Bewerbungsverfahren nicht an externe Dritte
weitergegeben. In Ausnahmefallen, insbesondere zur Rechtsverfolgung oder Rechts-
verteidigung, behalten wir uns jedoch die Weitergabe an externe Stellen (wie bspw.
Rechtsanwaltschaft, Gerichte, Rechtsschutzversicherung, Staatsanwaltschaft, Polizei,
Behorden) vor.

6. Wo werden die Daten verarbeitet?
Ihre zur Durchfiihrung des Bewerbungsverfahrens erforderlichen Daten werden
ausschlieflich in der Bundesrepublik Deutschland verarbeitet.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Zur Bereitstellung lhrer o0.g. personenbezogenen Daten zur Durchflihrung des
Bewerbungsverfahrens sind Sie weder gesetzlich noch vertraglich verpflichtet. Eine
Nichtbereitstellung der flr die Bewerbung erforderlichen Daten hatte jedoch zur Folge,
dass wir ein Bewerbungsverfahren mit lhnen nicht durchfihren kénnten.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlie3lich auf automatisierter Verarbeitung
— einschliellich Profiling — beruhen.

B) Datenschutzhinweise fur Beschaftigte

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen verarbeiten wir zu welchen
Zwecken?

Im Rahmen Ihres Beschéaftigungsverhaltnisses verarbeiten wir in vielfaltigen Kontexten
personenbezogene Daten von lhnen, Uber die wir Sie nachstehend im Einzelnen
informieren mdochten. Der Begriff Beschaftigungsverhaltnisse betrifft auch Ausbildungs-
verhaltnisse oder die Auszahlung von Aufwandsentschadigungen

a) Personalverwaltung und Personalakte

Im Rahmen |hres Beschéaftigungsverhaltnisses werden personenbezogene Daten
verarbeitet, die fur die Begrindung, Durchfihrung und Beendigung des Arbeits-
verhaltnisses erforderlich sind. Diese Daten werden in einer Personalakte (in Papier-
und/oder elektronischer Form) sowie in weiteren Personalverwaltungssystemen
gespeichert. Die Verarbeitung dient der Durchflihrung arbeitsvertraglicher, tariflicher und
gesetzlicher Verpflichtungen sowie der Personal- und Organisationsverwaltung. Hierbei
kann es sich insbesondere um folgende Datenkategorien handeln:

- Stammdaten: wie Name, Geburtsdatum, Geschlecht, Familienstand, Staatsange-
horigkeit, Anschrift, Kontaktdaten, Religionszugehorigkeit.

- Beschaftigungsdaten: insbesondere aus dem Arbeitsvertrag oder aus anderen
erganzenden Vertragsunterlagen, Arbeitszeitmodell, Art der Beschaftigung (z.B. befristet,
Teilzeit), Tatigkeitsbereich, Eingruppierung/Besoldung, Arbeitsort, Probezeitregelungen,
Nebentatigkeiten

- Qualifikations- und Laufbahndaten: wie bspw. Ausbildungsnachweise, Studienab-
schlisse, Fort- und Weiterbildungszertifikate, berufliche Qualifikationen, ggf.
FUhrerscheine (sofern tatigkeitsrelevant).
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- Personalrechtlich relevante Vorgange: wie Abmahnungen, Beurteilungen,
Ruckstufungen, Beforderungen, Versetzungen, Zielvereinbarungen, Disziplinar-
malnahmen, Freistellungen, Kindigungen, Aufhebungsvertrage.

-Beteiligungsverfahren: z.B. Stellungnahmen oder Beteiligungen der Mitarbeitenden-
vertretung oder der Schwerbehindertenvertretung.

- Schriftwechsel und Kommunikation im Beschaftigungskontext: z.B. E-Mails,
Antrage, interne Mitteilungen, Gesprachsprotokolle.

- Abwesenheits- und Fehlzeitenverwaltung: z.B. Urlaubsantrage, Krankmeldungen
(ohne Diagnosen), Freistellungen, Sonderurlaub, Arbeitsunfahigkeitszeitraume, Kur, Reha.

- Gesundheitsdaten: wie arbeitsmedizinische Untersuchungen, Eignungsbeurteilungen,
ggf. Impfstatus, Angaben zur Schwerbehinderteneigenschaft, Wiedereingliederungsmal}-
nahmen — soweit dies flr das Beschaftigungsverhaltnis erforderlich ist.

-Zusatzleistungen und betriebliche Versorgung: wie z.B. Entgeltumwandlung,
betriebliche Altersvorsorge, Bikeleasing.

b) Lohn- und Gehaltsabrechnung, Sozialversicherungs- und Steuerdaten

Im Rahmen der Lohn- und Gehaltsabrechnung sowie zur Erflllung steuerlicher und
sozialversicherungsrechtlicher Pflichten verarbeiten wir personenbezogene Daten, die zur
Berechnung, Auszahlung und Meldung des Arbeitsentgelts erforderlich sind. Hierzu
gehoren insbesondere Angaben wie die Steuer-ldentifikationsnummer, die Steuerklasse,
die Zahl der Kinderfreibetrage, die Religionszugehdrigkeit sowie ggf. weitere
lohnsteuerrelevante Merkmale. Ebenfalls verarbeitet werden die Sozialversicherungs-
nummer, die Zugehorigkeit zu einer Krankenkasse, Daten zur Rentenversicherung und zu
beitragspflichtigen Bruttoentgelten sowie Angaben zu Abwesenheiten mit Einfluss auf die
Abrechnung, etwa aufgrund von Krankheit, Mutterschutz oder Elternzeit.

Darlber hinaus werden Entgeltbestandteile wie Grundvergitung, Zulagen, Zuschlage,
geldwerte Vorteile und Sachbeziige sowie die Bankverbindung zur Auszahlung des
Entgelts verarbeitet. Soweit erforderlich, erfolgen zudem Angaben zu gesetzlichen oder
vertraglichen Abzugen, etwa im Zusammenhang mit Pfandungen oder
vermogenswirksamen Leistungen.

Im Rahmen gesetzlicher Melde- und Abflhrungspflichten werden die genannten Daten an
Dritte Ubermittelt, insbesondere an die zustandigen Finanzbehdrden, Sozialversicherungs-
trager (einschliel3lich der Kranken-, Renten- und Pflegeversicherung sowie der
Bundesagentur fur Arbeit), ggf. Berufsgenossenschaften und gegebenenfalls Versorgungs-
trager wie Zusatzversorgungskassen. Soweit dies zur Erfullung gesetzlicher
Verpflichtungen erforderlich ist, kann auch eine Ubermittlung an weitere Stellen erfolgen,
etwa im Zusammenhang mit Unterhaltspflichten oder Pfandungsverfahren.

c) Arbeitszeitdokumentation

Im Rahmen der Arbeitszeitdokumentation werden personenbezogene Daten zur Erfassung
und Auswertung der geleisteten Arbeitszeit sowie zur Verwaltung von Abwesenheiten
verarbeitet. Hierzu zahlen insbesondere Angaben zu Beginn und Ende der taglichen
Arbeitszeit, zu Pausenzeiten sowie zu Gleitzeit, Mehrarbeit oder sonstigen
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Arbeitszeitmodellen. Erfasst werden dartber hinaus Urlaubszeiten, gemeldete
Krankheitszeiten sowie sonstige Abwesenheiten, etwa aufgrund von Dienstbefreiungen,
Fortbildungen oder Freistellungen. In begrindeten Fallen kdnnen auch manuelle Kor-
rekturen durch die zustandige Fuhrungskraft dokumentiert werden.

Die Verarbeitung erfolgt zum Zweck der Erfullung arbeitsrechtlicher, tariflicher und
gegebenenfalls gesetzlicher Verpflichtungen, insbesondere zur ordnungsgemalen
Abrechnung von Arbeitszeit und Entgeltbestandteilen, zur Nachweisfihrung gegentiber
Aufsichtsbehdrden (z.B. nach dem Arbeitszeitgesetz) sowie zur innerbetrieblichen
Steuerung von Personalressourcen.

d) Nutzung von IT-Systemen und dienstlichen Endgeraten

Im Rahmen der Nutzung dienstlicher IT-Systeme und Endgerate werden bei der
Verwendung der zur Verfligung gestellten digitalen Infrastruktur bestimmte
personenbezogene Daten automatisiert verarbeitet. Dies betrifft insbesondere technische
Protokolldaten, die bei der Anmeldung an Systemen (wie Benutzername,
Anmeldezeitpunkt und IP-Adresse), bei der Nutzung von E-Mail-Kommunikation (z.B.
Absender, Empfanger, Betreffzeile und Versandzeitpunkt) sowie beim Zugriff auf In-
ternetinhalte (z.B. URL, Zugriffszeitpunkt, IP-Adresse) anfallen. Dartber hinaus werden
Informationen zum Status und zur Konfiguration dienstlich bereitgestellter Gerate sowie
Protokolldaten aus der Nutzung von Kollaborationsplattformen und
Videokonferenzsystemen verarbeitet, soweit dies technisch bedingt oder zur
Sicherstellung des Betriebs erforderlich ist.

Die Verarbeitung dieser Daten erfolgt zum Zweck der Gewahrleistung der IT- und
Datensicherheit, zur Fehlersuche im Stérungsfall, zur Vorbeugung und Aufklarung von
sicherheitsrelevanten Vorfallen sowie zur Einhaltung der geltenden Nutzungsrichtlinien
und Vorgaben zum sicheren Umgang mit IT-Systemen.

Eine inhaltliche Auswertung der Kommunikation erfolgt grundsatzlich nicht. Der Zugriff auf
die Protokolldaten ist auf ausdrucklich berechtigte Personen beschrankt und erfolgt nur
anlassbezogen im Rahmen gesetzlicher oder organisatorischer Vorgaben, etwa zur
Aufklarung von Sicherheitsvorfallen oder schwerwiegenden Pflichtverletzungen.

e) Dienstliche Kommunikation mit digitalen Arbeitsmitteln

Im Rahmen lhrer dienstlichen Kommunikation kommen verschiedene digitale Arbeitsmittel
zum Einsatz, wie z.B. E-Mail-Systeme, Internetzugange, interne Chatdienste (wie MS
Teams), Videokonferenzsysteme (wie z.B. Zoom) sowie cloudbasierte Plattformen zur
Zusammenarbeit. Bei der Nutzung dieser Systeme werden personenbezogene Daten
verarbeitet, die sowohl flr die technische Bereitstellung als auch fur die inhaltliche
Durchfuhrung der Kommunikation und Zusammenarbeit erforderlich sind.

Dabei kdnnen unter anderem Benutzerkennungen, IP-Adressen und Anmeldezeitpunkte
verarbeitet werden. Zudem werden Kommunikationsmetadaten wie E-Mail-Kopfzeilen oder
Kalendereintrage, inhaltliche Daten wie Textnachrichten, Dateien, Bildschirmfreigaben
oder Protokolle aus Videokonferenzen sowie geratebezogene Informationen wie
Betriebssystemversionen, Browserdaten oder MAC-Adressen verarbeitet. Auch technische
Nutzungsverlaufe oder automatisch erzeugte Protokolle (z.B. Audit-Logs) kdnnen erfasst
werden, soweit dies flr den ordnungsgemalen IT-Betrieb erforderlich ist.

Die Verarbeitung dieser Daten erfolgt zur Sicherstellung eines reibungslosen dienstlichen
Ablaufs, zur Unterstlitzung der Kommunikation und Zusammenarbeit, zur Dokumentation
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von Arbeitsprozessen, zur IT- und Netzwerksicherheit sowie zur Einhaltung
arbeitsvertraglicher Pflichten. Die Nutzung der Systeme kann technisch bedingt
automatisch protokolliert werden, beispielsweise durch Firewalls, Mailgateways oder
systemeigene Logging-Funktionen.

Eine personenbezogene Auswertung dieser Daten findet grundsatzlich nicht statt, kann
aber in Ausnahmefallen unter Beachtung aller datenschutzrechtlicher, arbeitsvertraglicher
oder sonstiger gesetzlicher Vorgaben erfolgen, etwa zur Aufklarung konkreter Verdachts-
falle im Zusammenhang mit Straftaten oder Pflichtverletzungen oder Missbrauch
dienstlicher Ressourcen.

Soweit eine private Nutzung einzelner dienstlicher Systeme zugelassen ist, richtet sich
deren Umfang nach den geltenden Dienstvereinbarungen und/oder den vertraglichen
Bestimmungen. Die Einhaltung dieser Regelungen kann im Rahmen der dienstlichen
Aufsicht Uberprift werden, wobei insbesondere die Erforderlichkeit und Verhaltnismanig-
keit der MaRnahmen gewabhrt bleiben.

f) Leistungsbeurteilung und Fortbildungsmanagement

Im Rahmen der Personalentwicklung sowie zur Vorbereitung und Durchflihrung
dienstlicher Entscheidungen werden personenbezogene Daten verarbeitet, die im
Zusammenhang mit Zielvereinbarungen, Leistungsbeurteilungen und Fortbildungsmal}-
nahmen stehen. Hierzu gehéren insbesondere Informationen Gber vereinbarte Ziele und
deren Erreichungsgrad, dokumentierte Beurteilungskriterien wie Fach-, Methoden- oder
Sozialkompetenz, Bewertungen nach Noten- oder Punktesystemen sowie individuelle
Entwicklungsberichte.

Zudem werden im Fortbildungsmanagement Daten Uber beantragte, geplante oder
absolvierte Mallnahmen verarbeitet, einschliel3lich Teilnahmebestatigungen,
Evaluierungen und ggf. Prufungsergebnisse aus verwaltungsinternen Qualifizierungsmaf3-
nahmen.

Die Verarbeitung dieser Daten dient der gezielten Personalentwicklung, der
Dokumentation dienstlicher Leistungen, der Vorbereitung statusrelevanter Entscheidungen
sowie der Feststellung von Fortbildungsbedarf oder der Grundlage fur Beférderungen,
Vertragsverlangerungen oder andere personalrechtliche MaRnahmen.

Eine Aufnahme der hier genannten Daten in die Personalakte kann erfolgen, insbesondere
wenn dies zur Erflllung personalrechtlicher Vorgaben oder zur Dokumentation dienstlicher
Entwicklung erforderlich ist.

g) Aktenfuhrung und Archivierung

Im Rahmen lhrer Tatigkeit werden personenbezogene Daten in analoger oder digitaler
Form dauerhaft oder Uber langere Zeitraume hinweg aufbewahrt, sofern dies zur
sachgerechten Dokumentation dienstlicher Vorgange erforderlich ist. Dies betrifft
insbesondere die Ablage in Fachverfahren, Dienstakten, Personalakten,
Verwaltungssystemen oder vergleichbaren Ablagestrukturen.

Die Verarbeitung dieser Daten erfolgt zur Erflllung gesetzlicher Verpflichtungen zur
ordnungsgemalen Aktenfihrung und Archivierung, insbesondere auf Grundlage
haushaltsrechtlicher, steuerrechtlicher, beamtenrechtlicher oder archivrechtlicher
Bestimmungen.
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h) Reisekosten, Umzugs- und Unterkunftserstattungen

Im Rahmen von dienstlich veranlassten Reisen sowie im Zusammenhang mit der
Gewahrung von Unterstutzungsleistungen fur Unterkunft oder Umzug werden
personenbezogene Daten verarbeitet, die zur Beantragung, Prifung und Abwicklung
entsprechender Anspruche erforderlich sind. Dies umfasst unter anderem Angaben zu
Reiseantragen, Fahr- und Buchungsdaten, Reiseverlaufen, Hotel- oder Fahrkarten-
buchungen, Abrechnungsbelegen, Umzugskosten oder Unterkunftsaufwendungen.

Bei Unterstutzungsleistungen wie Umzugs- oder Wohnkostenerstattungen kdnnen auch
Daten zu Mietvertragen, Wohnsitz, Familienstand oder Bankverbindung verarbeitet
werden. In bestimmten Fallen werden zusatzlich Informationen zu Familienangehdrigen —
etwa zu Kindern oder Ehepartnern — erhoben, sofern diese fir die Berechnung oder
Prifung von Zuschlagen oder Anspruchsgrundlagen erforderlich sind.

Die Verarbeitung erfolgt ausschlieBlich zur Durchfuhrung der betreffenden Erstattungs-
leistungen sowie zur Einhaltung haushaltsrechtlicher, steuerlicher oder dienstrechtlicher
Vorgaben.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten im Rahmen des Beschaftigungsver-
haltnisses erfolgt auf Grundlage von § 49 DSG-EKD in Verbindung mit § 6 Absatz DSG-
EKD. Insbesondere ist nach § 49 Absatz 1 DSG-EKD ist die Verarbeitung personen-
bezogener Daten von Beschaftigten zulassig, soweit dies zur Begrindung, Durchfuhrung,
Beendigung oder Abwicklung des Beschaftigungsverhaltnisses oder zur Durchflihrung
organisatorischer, personeller und sozialer Malhahmen, insbesondere auch fur Zwecke
der Personalplanung und des Personaleinsatzes, erforderlich ist oder eine Rechts-
vorschrift, ein Tarifvertrag oder eine Dienstvereinbarung dies vorsieht. Dies umfasst ins-
besondere die Verarbeitung personenbezogener Daten flr Zwecke der Personalver-
waltung, Lohn- und Gehaltsabrechnung, Zeiterfassung, Personalentwicklung, dienstlichen
Kommunikation, Arbeitszeitorganisation, Leistungsbewertung, Fortbildung sowie zur
Umsetzung arbeits-, steuer-, sozialversicherungsrechtlicher und kirchengesetzlicher
Vorgaben.

Soweit besondere Kategorien personenbezogener Daten im Sinne von § 4 Nr. 2 DSG-
EKD verarbeitet werden — insbesondere Gesundheitsdaten im Zusammenhang mit
Arbeitsunfahigkeiten, Angaben zur Schwerbehinderteneigenschaft, Impf- oder
Testnachweise, Mallhahmen des betrieblichen Eingliederungsmanagements,
Arbeitsunfallen oder arbeitsmedizinischen Untersuchungen — erfolgt dies ausschlielich
unter den Voraussetzungen des § 13 Absatz 2 DSG-EKD.

Soweit externe Dienstleister mit der Verarbeitung personenbezogener Daten beauftragt
werden erfolgt dies auf Grundlage eines Vertrags zur Auftragsverarbeitung nach § 30
DSG-EKD. Die Auswahl und Kontrolle dieser Dienstleister erfolgen unter Beachtung der
datenschutzrechtlichen Vorgaben.

Eine langerfristige Aufbewahrung personenbezogener Daten oder deren Uberflihrung in
ein Archiv erfolgt gemaf} § 50 DSG-EKD i.V.m. den kirchlichen archivrechtlichen
Bestimmungen, insbesondere dem Kirchengesetz Uber das Archivwesen in der
Evangelisch-Lutherischen Kirche in Norddeutschland (ArchG).

DarUber hinaus kann sich die Zulassigkeit einzelner Verarbeitungen auch aus
spezialgesetzlichen oder sonstigen normativen Regelungen ergeben — insbesondere aus
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dem Arbeits-, Steuer-, Sozial-, Haushalts-, Beamten- oder Archivrecht, aus
kirchengesetzlichen Vorgaben, aus anwendbaren Tarifvertragen, aus
Dienstvereinbarungen oder aus individualvertraglichen Bestimmungen, sofern diese
konkrete Rechte oder Pflichten begrinden.

4. An welche Empfanger werden die Daten weitergegeben?

Ihre personenbezogenen Daten werden grundsatzlich nur an Stellen weitergegeben, wenn
dies zur Erfullung der beschriebenen Zwecke, bspw. zur Wahrnehmung gesetzlicher oder
dienstlicher Aufgaben, erforderlich ist. Dabei wird zwischen interner Verarbeitung,
beauftragten Dienstleistern (Auftragsverarbeitung) und gesetzlichen Offenlegungspflichten
gegenuber externen Stellen unterschieden.

a) Interne Empfanger:
Innerhalb unserer Dienststelle erhalten nur diejenigen Personen oder Stellen Zugriff auf
Ihre Daten, die diese flr ihre Aufgabenerfullung bendtigen.

b) Externe Empfanger:

In bestimmten Fallen ist die Weitergabe |hrer personenbezogenen Daten an externe Dritte
erforderlich, bspw. zur Erfullung gesetzlich vorgeschriebener oder zur Erfullung arbeits-
und sozialrechtlicher Pflichten. Dies betrifft insbesondere Sozialversicherungstrager, wie
Krankenkassen, Rentenversicherung, Pflegeversicherung, Arbeitsagentur;
Finanzbehoérden; Berufsgenossenschaften und Unfallkassen; Zusatzversorgungskassen,
Pensionskassen, Versorgungswerke sowie Banken und Kreditinstitute.

c) Externe Dienstleister (Auftragsverarbeitung gem. § 30 DSG-EKD):

Ein Teil der Datenverarbeitung erfolgt mit Unterstlitzung qualifizierter externer
Dienstleister, die auf Grundlage eines Vertrags zur Auftragsverarbeitung gemaf § 30
DSG-EKD tatig werden. Diese Dienstleister sind datenschutzrechtlich verpflichtet, die
Daten ausschliel3lich gemaf unseren Weisungen zu verarbeiten und angemessene
technische und organisatorische SchutzmalRnahmen zu gewahrleisten. Dies betrifft bspw.
IT-Betreuung und Systemadministration, Hosting oder Betrieb von Cloud- und
Kollaborationsplattformen, Zeiterfassung sowie Wartung und Support technischer
Systeme.

d) Weitere Empfanger im Ausnahmefall:

In begriindeten Einzelfallen kann eine Weitergabe personenbezogener Daten erfolgen,
bspw. an: Rechtsanwalte (bspw. bei rechtlichen Auseinandersetzungen) oder externe
Berater, Férdermittelgeber, Prifstellen, Polizei oder Strafverfolgungsbehdrden, sofern eine
gesetzliche Pflicht oder ein richterlicher Beschluss vorliegt, oder Dritte auf Grundlage einer
von |hnen erteilten Einwilligung.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien flr ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.
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6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten werden grundsatzlich nur so lange gespeichert, wie dies fur die
Zwecke erforderlich ist, fur die sie erhoben oder auf sonstige Weise verarbeitet wurden.
Nach Wegfall des Verarbeitungszwecks und Ablauf etwaiger gesetzlicher
Aufbewahrungsfristen erfolgt die Loschung der personenbezogenen Daten bzw. es
werden diese dem Archiv zur dauerhaften Aufbewahrung angeboten.

Die konkreten Speicherfristen richten sich nach den einschlagigen gesetzlichen oder
kirchengesetzlichen Bestimmungen. Dazu zahlen insbesondere: steuerrechtliche
Aufbewahrungspflichten nach der Abgabenordnung (AO), handelsrechtliche
Aufbewahrungspflichten nach dem Handelsgesetzbuch (HGB), sozialrechtliche oder
beamtenrechtliche Nachweis- und Aufbewahrungspflichten, haushaltsrechtliche
Vorschriften flr die Belegaufbewahrung, personalrechtliche Regelungen zur
Personalaktenfihrung sowie das kirchliche Archivrecht bei archivwurdigen Unterlagen.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Im Rahmen des Beschaftigungsverhaltnisses sind Sie verpflichtet, diejenigen
personenbezogenen Daten bereitzustellen, die zur Begrindung, Durchfihrung oder
Beendigung des Beschaftigungsverhaltnisses erforderlich sind. Hierzu gehoéren
insbesondere Angaben, die flr die Erflllung gesetzlicher Pflichten oder zur praktischen
Durchfihrung des Arbeitsvertrages notwendig sind.

Ohne diese Daten kann das Beschaftigungsverhaltnis nicht begriindet oder fortgeflhrt
werden. Auch einzelne Leistungen, wie etwa Gehaltszahlungen oder Sozialleistungen,
kdnnen bei fehlenden Angaben nicht oder nur eingeschrankt erbracht werden.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlieRlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

C) Datenschutzhinweise fur Pastorinnen und Pastoren

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen verarbeiten wir zu welchen
Zwecken?

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren
insbesondere zur Wahrnehmung eigener und Ubertragener Aufgaben, zur Abwicklung von
Verwaltungsvorgangen, zur Wahrnehmung kirchenaufsichtlicher Aufgaben, zu
organisatorischen Zwecken, im Rahmen der Gremienarbeit, zur Bereitstellung oder
Durchfuhrung von Kommunikation, zur Durchfihrung und Abwicklung von Fort- und
Weiterbildungen, Veranstaltungen und sonstigen Zusammenkinften sowie Reisen und
Ubernachtungen und im Rahmen der Offentlichkeitsarbeit. Ggf. gilt ergdnzend Abschnitt B)
Datenschutzhinweise fur Beschaftigte.

Hierbei kdnnen personenbezogene Daten bspw. in folgenden Zusammenhangen erhoben
und verarbeitet werden:
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a) Dienstliche Kommunikation und Koordination:

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren, die
im Bereich des Kirchenkreises tatig sind, im Rahmen allgemeiner dienstlicher
Kommunikation, verwaltungsbezogener Wahrnehmung eigener oder Ubertragener
Aufgaben sowie zur Organisation und Koordination des pastoralen Dienstes.

Verarbeitet werden insbesondere Stammdaten und Kontaktdaten wie Name, Titel,
Ordinationsstatus, Anschriften, Telefonnummern, Geburtsdaten, E-Mail-Adressen und
Erreichbarkeiten, Zustandigkeits- und Einsatzdaten wie Einsatzort, Gemeindebezug,
Aufgabenzuschnitt, Arbeitsbereiche und Beauftragungen, Abwesenheits- und
Vertretungsinformationen, etwa Urlaubszeiten, Krankmeldungen oder geplante
Vertretungen, sowie Kommunikationsinhalte und Vorgangsdokumentation, z.B. E-Mails,
Briefpost, Gesprachsnotizen, Besprechungsprotokolle oder interne Vermerke oder
sonstige schriftliche oder mindliche Mitteilungen.

b) Mitwirkung an Personalprozessen

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren,
soweit er im Rahmen seiner Fachverantwortung an personalbezogenen Verfahren mitwirkt
oder in beratender Funktion einbezogen wird. Die Datenverarbeitung erfolgt insbesondere

-bei Auswahl- und Stellenbesetzungsverfahren, etwa durch Beteiligung an
Berufungsgesprachen, Rickmeldungen zur Eignung oder Begleitung von
Abstimmungsprozessen,

-m Rahmen von Fachaufsicht, Begleit- und Beratungsgesprachen, z.B. bei kollegialer
Reflexion, struktureller Dienstbegleitung oder der Wahrnehmung leitungsbezogener
Aufgaben,

-bei der Mitwirkung an Konfliktklarungen oder besonderen Verfahren, z. B. im Fall von
seelsorglichen Krisensituationen, Spannungen im Arbeitskontext oder in disziplinarischen
oder organisationsbezogenen Verfahren.

Dabei werden insbesondere folgende personenbezogene Daten verarbeitet: Name, Titel,
dienstliche Funktion, Kontaktdaten, Angaben zum bisherigen Dienstverlauf,
Gesprachsvermerke, Ruckmeldungen, strukturelle Einschatzungen, Hinweise auf
besondere dienstliche Umstande und - soweit erforderlich — Abstimmungsergebnisse oder
Stellungnahmen.

Zweck der Verarbeitung ist die strukturierte Wahrnehmung der kirchengesetzlich
vorgesehenen Beteiligungs-, Beratungs- und Aufsichtsaufgaben im Rahmen der
Fachverantwortung des Kirchenkreises sowie die Unterstutzung der Landeskirche bei der
Personalsteuerung und pastoralen Dienstbegleitung im Gebiet des Kirchenkreises.

¢) Teilnahme an Gremien, Veranstaltungen und Fortbildungen

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren,
soweit diese an kirchenkreislichen Gremien, kirchlichen Veranstaltungen oder
Fortbildungsmalinahmen mitwirken oder teilnehmen. Dies betrifft insbesondere die
Teilnahme an konstituierten Gremien (z. B. Pastoralkonvente, Konferenzen,
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Arbeitsgruppen), die Mitwirkung an kirchlichen Veranstaltungen im Bereich des
Kirchenkreises, die Teilnahme an Fortbildungen, Schulungen oder
Qualifizierungsmalinahmen, bei denen der Kirchenkreis organisatorisch, fachlich oder
finanziell beteiligt ist.

Dabei verarbeitet der Kirchenkreis insbesondere folgende Daten: Name, Titel, dienstliche
Funktion, Zuordnung zu einem Dienstbereich oder Arbeitsfeld, Angaben zur Teilnahme
(z.B. Anmeldungen, Teilnahmelisten, Rickmeldungen), ggf. Gesprachsbeitrage oder
Protokollinhalte sowie im Fortbildungsbereich auch Nachweise Uber Qualifikationen,
Teilnahmebescheinigungen oder erworbene Zertifikate.

Die Verarbeitung erfolgt zur Organisation, Durchflihrung und Dokumentation kirchlicher
Gremienarbeit und Veranstaltungen, zur Weiterentwicklung pastoraler Kompetenzen sowie
zur Erflllung struktureller Aufgaben im Rahmen der kirchenkreislichen
Steuerungsverantwortung.

d) Abrechnungen und Erstattungen

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren,
soweit dies zur Abrechnung von Aufwendungen oder zur Abwicklung
verwaltungsbezogener Vorgange erforderlich ist. Dies betrifft insbesondere die
Bearbeitung von Fahrtkosten- oder Auslagenerstattungen, z. B. im Zusammenhang mit
Dienstreisen, Fortbildungen oder der Teilnahme an Sonderdiensten wie der
Notfallseelsorge, die Verwaltung besonderer Einsatzdienste, etwa im Rahmen
Uubergemeindlicher Aufgaben oder zentraler Rufbereitschaften, sonstige
verwaltungstechnische Vorgange, bei denen eine zentrale Bearbeitung durch den
Kirchenkreis vorgesehen ist.

Dabei werden insbesondere folgende Daten verarbeitet: Name, dienstliche Zuordnung,
Bankverbindung, Angaben zum Anlass der Abrechnung (z.B. Einsatzzeit,
Veranstaltungsort, Tatigkeit), eingereichte Belege, Kontaktdaten sowie ggf. Nachweise
Uber genehmigte oder angeordnete Tatigkeiten.

Die Verarbeitung erfolgt zur Abwicklung von Erstattungen, zur internen Dokumentation und
Nachweisflihrung sowie zur Erflllung steuerlicher, haushaltsrechtlicher oder
kirchengesetzlicher Vorgaben, soweit diese den Kirchenkreis betreffen.

e) Strukturelle Planung und Statistik

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren ggf.
auch im Rahmen von strukturellen Auswertungen, Planungsprozessen und statistischen
Erhebungen. Ziel ist eine vorausschauende Steuerung der kirchlichen Arbeit im
Kirchenkreisgebiet sowie die Wahrnehmung Ubertragener Aufgaben durch die
Landeskirche.

Verarbeitet werden in diesem Zusammenhang insbesondere: Name, Geburtsdatum,
dienstliche Zuordnung (Gemeinde, Arbeitsfeld, Region), Einsatzzeiten, Umfang und Art
des Dienstes (z.B. Vakanzvertretung, Sonderdienst, Entsendung), Beteiligung an Gremien
oder Diensten sowie gegebenenfalls Informationen zu Fortbildungsstanden oder geplanten
Veranderungen im Dienstablauf.

Die Verarbeitung erfolgt zur Personalbedarfsplanung, zur strukturellen Entwicklung
kirchlicher Angebote, zur Erfullung statistischer Berichtspflichten gegenuber kirchlichen
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oder staatlichen Stellen sowie zur Dokumentation von Versorgungs- und
Auslastungsstrukturen im Bereich des Kirchenkreises.

f) IT- und Kommunikationsinfrastruktur

Soweit der Kirchenkreis IT- oder Kommunikationsdienste fur Pastorinnen und Pastoren
bereitstellt oder verwaltet, verarbeitet er dabei ggf. personenbezogene Daten im Rahmen
des technischen Betriebs, der Zugangsverwaltung sowie der administrativen Betreuung
dieser Systeme.

Dies betrifft bspw. die Bereitstellung und Administration von dienstlichen E-Mail-Adressen,
ggf. auch in zentralen Domains des Kirchenkreises, die Einrichtung und Verwaltung von
Zugangen zu zentralen IT-Diensten (z. B. Videokonferenztools, Cloudlésungen,
Terminverwaltung), die Pflege von Benutzerkonten, Stérungsbearbeitung,
Passwortzuriicksetzungen oder Anderungsanforderungen, sowie die Kommunikation mit
IT-Dienstleistern, soweit personenbezogene Daten erforderlich sind (z. B. bei
Supportanfragen).

Dabei werden insbesondere verarbeitet: Name, dienstliche Kontaktdaten,
Benutzerkennungen, ggf. Rollen- oder Funktionszuweisungen und IT-bezogene
Verwaltungsdaten. Die Verarbeitung erfolgt zur Sicherstellung oder Unterstlitzung eines
funktionierenden und sicheren IT-Betriebs.

g) Veroffentlichungen und interne Darstellung

Der Kirchenkreis verarbeitet personenbezogene Daten von Pastorinnen und Pastoren
auch im Rahmen von Veréffentlichungen und internen Ubersichten. Hierzu zéhlen
insbesondere:

-Veroffentlichungen auf der Website oder in Printmaterialien des Kirchenkreises, z.B. mit
Angaben zur Person, Funktion, Erreichbarkeit oder zum Einsatzort,

-ggf. interne Ubersichten oder Verzeichnisse zu Zustandigkeiten, Funktionen oder
Beteiligungen an Gremien,

-ggf. Fotoverdffentlichungen im Zusammenhang mit Veranstaltungen oder kirchlicher
Offentlichkeitsarbeit — jeweils unter Beachtung der rechtlichen Rahmenbedingungen und
gegebenenfalls auf Grundlage einer Einwilligung.

Die Verarbeitung erfolgt zur internen und externen Kommunikation kirchlicher Angebote
und Funktionen, zur Vermittlung von Ansprechpartnerinnen und Ansprechpartnern sowie
zur Forderung der Transparenz kirchlicher Strukturen.

h) Erfullung rechtlicher Verpflichtungen

In bestimmten Fallen verarbeitet der Kirchenkreis personenbezogene Daten von
Pastorinnen und Pastoren, um gesetzlichen oder kirchengesetzlichen Mitteilungspflichten
nachzukommen, rechtliche Anspruche geltend zu machen oder abzuwehren oder um in
amtlichen oder rechtlichen Verfahren mitzuwirken.

Dabei kdnnen je nach Anlass folgende Daten verarbeitet werden: Name, dienstliche
Funktion und Zuordnung, Kommunikationsinhalte, Vorgangsvermerke, Dokumentationen
uber Gesprachsverlaufe, interne Bewertungen oder Berichte sowie ggf. Nachweise zur
Aufgabenwahrnehmung oder zur Einhaltung rechtlicher Vorgaben.
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Die Verarbeitung erfolgt zur Erfullung rechtlicher Verpflichtungen, zur Wahrung
berechtigter Interessen des Kirchenkreises, zur Unterstitzung kirchlicher Verfahren sowie
zur rechtssicheren Dokumentation dienstlicher Vorgange.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten von Pastorinnen und Pastoren durch den
Kirchenkreis erfolgt im Einklang mit dem Gesetz Uber den kirchlichen Datenschutz (DSG-
EKD), insbesondere gemaf der aktuellen Fassung von § 6 DSG-EKD ggf. in Verbindung
mit weiteren spezialgesetzlichen Bestimmungen (z.B. Haushaltsrecht, Archivrecht).

Je nach Verarbeitungsvorgang kommen insbesondere die folgenden Rechtsgrundlagen
zur Anwendung:

-§ 6 Nr. 1 DSG-EKD: wenn eine Rechtsvorschrift die Verarbeitung erlaubt oder anordnet;
-§ 6 Nr. 2 DSG-EKD: wenn Sie uns ihre Einwilligung zu der Verarbeitung gegeben haben;
-§ 6 Nr. 3 DSG-EKD: wenn die Verarbeitung zur Erfullung der Aufgaben des Kirchenkreises
erforderlich ist, einschliel3lich der Austibung kirchlicher Aufsicht;

-§ 6 Nr. 4 DSG-EKD: wenn der Kirchenkreis ein berechtigtes Interesse an der Verarbeitung
hat und lhre Interessen nicht Uberwiegen,;

-§6 Nr.5 DSG-EKD: wenn die Verarbeitung zur Erflllung eines Vertrags oder zur
Durchfihrung vorvertraglicher Manahmen mit lhnen erforderlich ist;

-§ 6 Nr. 6 DSG-EKD: wenn die Verarbeitung zur Erfullung einer rechtlichen Verpflichtung
erforderlich ist;

-§ 6 Nr. 7 DSG-EKD: wenn lebenswichtige Interessen zu schitzen sind.

4. An welche Empfanger werden die Daten weitergegeben?

Personenbezogene Daten von Pastorinnen und Pastoren werden nur dann
weitergegeben, wenn dies zur Erfullung der unter 3. beschriebenen Zwecke erforderlich ist
oder eine rechtliche Verpflichtung besteht. Dabei wird unterschieden zwischen interner
Weitergabe, Ubermittlung an kirchliche oder

externe Stellen sowie Auftragsverarbeitung durch externe Dienstleister.

a) Interne Stellen im Kirchenkreis:

Innerhalb des Kirchenkreises erhalten ausschlieldlich diejenigen Stellen und Personen
Zugriff auf personenbezogene Daten, die diese zur Erflllung ihrer dienstlichen oder
organisatorischen Aufgaben bendtigen.

b) Kirchliche Stellen auBerhalb des Kirchenkreises:

Je nach Zustandigkeit werden personenbezogene Daten an andere kirchliche
Korperschaften ubermittelt, etwa an die Bischofskanzlei, die Landeskirche (Nordkirche),
z.B. im Rahmen der Aufsicht, Dienstrechtspflege, Statistik oder Fortbildung; an
Kirchengemeinden, bei denen Pastorinnen und Pastoren ihren Dienst ausuben; an
Kirchliche Werke oder Dienste, wenn dort ein Einsatz erfolgt oder eine Mitwirkung
stattfindet; oder an Gremien, Beirate, Ausschusse anderer kirchlicher Koérperschaften,
sofern es deren Aufgabenwahrnehmung erfordert.

c) Offentliche Stellen und externe Dritte:

In Einzelfallen kann eine Weitergabe an externe offentliche Stellen erforderlich sein,
insbesondere bei rechtlichen Verpflichtungen oder im Rahmen der Erflllung
kirchengesetzlicher oder staatlicher Pflichten. Hierzu zahlen z. B. Gerichte,
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Aufsichtsbehorden, Prifstellen, Strafverfolgungsbehorden oder Zuwendungsgeber. Eine
Ubermittlung erfolgt nur auf gesetzlicher Grundlage oder bei entsprechendem Anlass.

d) Externe Dienstleister (Auftragsverarbeitung gemaR § 30 DSG-EKD):

Bestimmte Datenverarbeitungsprozesse werden durch externe IT-Dienstleister,
Softwareanbieter oder technische Betreiber im Wege der Auftragsverarbeitung unterstitzt.
Diese Dienstleister sind gemaf § 30 DSG-EKD vertraglich verpflichtet, personenbezogene
Daten ausschliel3lich weisungsgebunden und unter Einhaltung geeigneter technischer und
organisatorischer Malinahmen zu verarbeiten.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittlung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien fir ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten werden grundsatzlich nur so lange gespeichert, wie dies flr die
Zwecke erforderlich ist, fur die sie erhoben oder auf sonstige Weise verarbeitet wurden.
Nach Wegfall des Verarbeitungszwecks und Ablauf etwaiger gesetzlicher
Aufbewahrungsfristen erfolgt die Loschung der personenbezogenen Daten bzw. es
werden diese dem Archiv zur dauerhaften Aufbewahrung angeboten.

Die konkreten Speicherfristen richten sich nach den einschlagigen gesetzlichen oder
kirchengesetzlichen Bestimmungen. Dazu zahlen insbesondere: steuerrechtliche
Aufbewahrungspflichten nach der Abgabenordnung (AO), handelsrechtliche
Aufbewahrungspflichten nach dem Handelsgesetzbuch (HGB), sozialrechtliche, dienst-
oder beamtenrechtliche Nachweis- und Aufbewahrungspflichten, haushaltsrechtliche
Vorschriften fur die Belegaufbewahrung, personalrechtliche Regelungen zur
Personalaktenflihrung sowie das kirchliche Archivrecht bei archivwirdigen Unterlagen.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

FUr die ordnungsgemalle Wahrnehmung der dienstlichen Aufgaben und der damit
verbundenen kirchlichen Verwaltungstatigkeiten ist die Bereitstellung bestimmter
personenbezogener Daten erforderlich. Dies betrifft insbesondere Angaben, die fur die
Wahrnehmung gesetzlicher oder kirchengesetzlicher Pflichten, fir die Durchfiihrung
dienstlicher Aufgaben oder fur organisatorische Ablaufe notwendig sind.

Ohne diese Daten kann die dienstliche Zusammenarbeit mit dem Kirchenkreis nicht
sachgerecht erfolgen. Dies kann dazu fuhren, dass bestimmte Verwaltungsprozesse,
Abrechnungen, Gremientatigkeiten oder Kommunikationsablaufe nicht ordnungsgemaf
durchgefuhrt werden kdnnen.

Die Pflicht zur Bereitstellung personenbezogener Daten ergibt sich, soweit einschlagig,
aus dienstrechtlichen, kirchengesetzlichen oder vertraglichen Regelungen.
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8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD
Es finden keine Entscheidungen statt, die ausschlie3lich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

D) Datenschutzhinweise fiir Personensorgeberechtigte
- Ev. Kindertagesstattenwerk Nordfriesland -

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen erheben wir zu welchen
Zwecken?

Im Rahmen der Betreuung |hres Kindes erhebt der Kirchenkreis bzw. lhre Kita vor Ort
personenbezogene Daten Ihres Kindes sowie personenbezogene Daten der
personensorgeberechtigten Person(en). Die Verarbeitung erfolgt insbesondere zur
Eingehung oder Durchfihrung des Betreuungsvertrages, zur sachgerechten Betreuung
vor Ort oder zur Erfullung gesetzlicher Pflichten. In Betracht kommen insbesondere
folgende personenbezogenen Daten:

a) Stammdaten und Kontaktdaten

Verarbeitet werden Name, Geburtsdatum, Geschlecht und Anschrift Ihres Kindes sowie
Name, Anschrift, Telefonnummer(n), E-Mail-Adresse(n) und ggf. weitere Kontaktdaten der
Personensorgeberechtigten. Auch das Sorgerechtsverhaltnis wird ggf. dokumentiert (z.B.
alleinige Sorge).

b) Gesundheitsdaten und Notfallinformationen

Zum Schutz |hres Kindes und zur Wahrnehmung unserer Aufsichtspflicht verarbeiten wir
gesundheitsbezogene Informationen, soweit sie fur die Betreuung erforderlich sind. Hierzu
zahlen insbesondere Angaben zu Allergien, Unvertraglichkeiten, chronischen
Erkrankungen, arztlichen Notfallplanen, Medikation, Impfstatus (z. B. Masernschutz) sowie
ggf. Angaben zum Forderbedarf (z. B. I-Status bei Behinderung oder
Entwicklungsverzdgerung).

¢) Vertrags- und Betreuungsdaten

Wir verarbeiten alle Daten, die fur die Durchfuhrung des Betreuungsvertrags erforderlich
sind, insbesondere Beginn und Ende der Betreuung, gebuchte Betreuungszeiten,
Angaben zu gebuchten Zusatzleistungen (z. B. Mittagessen), Mitteilungen zur
Familiensprache sowie etwaige individuelle Absprachen. Die Verarbeitung erfolgt zur
Durchflhrung vorvertraglicher Manahmen und zur Erflllung des Betreuungsverhaltnisses
gemald § 6 Nr. 5 DSG-EKD.

d) Abholberechtigte und Notfallkontakte

Zum Schutz des Kindes verarbeiten wir Kontaktdaten von durch Sie benannten Personen,
die da Kind abholen durfen oder im Notfall kontaktiert werden sollen. Hierzu zahlen
insbesondere Name, Telefonnummer, ggf. Adresse und Verwandtschaftsgrad.

e) Beobachtungsdokumentationen und Entwicklungsberichte

Im Rahmen der padagogischen Arbeit erfassen wir regelmafig Beobachtungen zum
Verhalten und zur Entwicklung des Kindes. Diese Informationen werden in internen
Dokumentationen, Entwicklungsberichten oder Portfolios gespeichert, um eine individuelle
Forderung zu ermaoglichen.
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f) Kommunikation mit Sorgeberechtigten

Wir speichern Kommunikationsinhalte, sofern diese fur die Organisation der Betreuung
oder zur Dokumentation relevanter Vorkommnisse erforderlich sind (z.B. Elterngesprache,
Hinweise auf Forderbedarf, Absprachen zu Abholzeiten etc.). Auch Daten aus digitalen
Kommunikationssystemen (z.B. Eltern-App, E-Mails) kdnnen verarbeitet werden, soweit
dies zur Betreuung erforderlich ist.

g) Meldepflichten, Férderung und gesetzliche Vorgaben

Soweit gesetzlich vorgeschrieben, verarbeiten und Ubermitteln wir bestimmte Daten an
zustandige Behorden oder Trager (z.B. Jugendamt, Gesundheitsamt, Unfallkasse),
insbesondere im Rahmen der Aufnahme, der Abrechnung von Beitragen und Zuschlissen
oder bei meldepflichtigen Ereignissen nach dem Infektionsschutzgesetz (§ 20 Abs. 9
IfSG).

h) Foto- und Videoaufnahmen

Foto- und Videoaufnahmen lhres Kindes erfolgen in der Regel auf Grundlage einer
vorherigen Einwilligung nach § 6 Nr. 2 DSG-EKD i. V. m. § 11 Abs. 1 DSG-EKD. Solche
Aufnahmen dienen z.B. der Dokumentation der padagogischen Arbeit, interner
Kommunikation oder Offentlichkeitsarbeit.

i) IT-Nutzung und technische Infrastruktur

Soweit fur die Verwaltung der Kita erforderliche IT-Systeme oder digitale Anwendungen
genutzt werden (z.B. Eltern-App), kann ggf. die Verarbeitung technischer Daten (z.B.
Nutzerkennungen, Zugriffszeitpunkte) zum Zweck der IT-Betriebssicherheit und
Administration erfolgen.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten erfolgt insbesondere auf Grundlage des
Gesetzes Uber den kirchlichen Datenschutz (DSG-EKD). Die jeweils einschlagige
Rechtsgrundlage richtet sich nach dem Zweck der Verarbeitung.

- § 6 Nr. 1 DSG-EKD - kirchliche oder staatliche Rechtsvorschrift

Wenn eine gesetzliche oder kirchliche Norm die Verarbeitung vorschreibt oder
ausdrucklich erlaubt (z.B. Infektionsschutzgesetz, SGB VIII, kommunale Satzungen, KitaG
SH), ist sie zulassig.

- § 6 Nr. 3 DSG-EKD - Aufgaben der verantwortlichen Stelle (einschl. kirchlicher
Aufsicht)

betrifft Verarbeitungen im Rahmen des kirchlichen Auftrags, z.B. die Nutzung von
Verwaltungssystemen, Eltern-Kommunikationsplattformen, zentrale Organisation und
Qualitatssicherung durch das Evangelische Kita-Werk Nordfriesland oder das
Kirchenkreisverwaltungsamt.

-§ 6 Nr. 4 DSG-EKD - berechtigtes Interesse

Gilt, wenn Daten erforderlich sind, um rechtliche Interessen der Einrichtung
wahrzunehmen — z. B. zur Abwehr unberechtigter Forderungen, Beweissicherung,
Rechtsverteidigung, Haftungsklarung. Interessenabwagung erforderlich.

-§ 6 Nr. 5 DSG-EKD - Durchfiihrung eines Vertrags / vorvertraglicher MaBnahmen
Zentrale Rechtsgrundlage fur die gesamte Vertragsabwicklung: Aufnahme in die Kita,
Betreuung, Elternkommunikation, Entwicklungsdokumentation, Organisation des Alltags.
Auch fur die Kommunikation mit Sorgeberechtigten und benannten Dritten.

-§ 6 Nr. 6 DSG-EKD - rechtliche Verpflichtung
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Verarbeitungspflichten aus gesetzlichen Vorgaben, z. B. Meldung an das Jugendamt oder
Gesundheitsamt, Dokumentation von Impfnachweisen, Haushaltsrecht,
Aufbewahrungspflichten.

-§ 6 Nr. 7 DSG-EKD - lebenswichtige Interessen

Im akuten Notfall dirfen Daten verarbeitet werden, wenn dies erforderlich ist, um Leib und
Leben des Kindes oder einer anderen Person zu schiitzen — z. B. Ubermittlung
medizinischer Informationen an Notarzte.

-§ 6 Nr. 2i.V.m. § 11 DSG-EKD - Einwilligung

Erforderlich fur alle Datenverarbeitungen, die weder gesetzlich noch vertraglich
verpflichtend sind — z.B. bei Fotoverwendung, externen Kooperationsmaflinahmen oder
Veroffentlichung von Projekten. Einwilligungen sind freiwillig und widerruflich.

-§ 13 DSG-EKD - Besondere Kategorien personenbezogener Daten

Soweit besondere Kategorien personenbezogener Daten im Sinne von § 4 Nr. 2 DSG-
EKD verarbeitet werden — insbesondere Gesundheitsdaten — erfolgt dies unter Einhaltung
der gesetzlichen Regelungen, insbesondere des § 13 Absatz 2 DSG-EKD.

4. An welche Empfanger werden die Daten weitergegeben?

Personenbezogenen Daten werden grundsatzlich nur weitergegeben, wenn dies zur
Erflllung der beschriebenen Zwecke erforderlich ist, gesetzlich zulassig ist oder Sie uns
Ihre Einwilligung erteilt haben.

a) Interne Empfanger

Innerhalb des Kirchenkreises bzw. lhrer Kita vor Ort erhalten ausschlielich diejenigen
Personen Zugriff auf personenbezogene Daten, die diese zur Erfullung ihrer Aufgaben
bendtigen.

Dies umfasst insbesondere das Personal in Ihrer Kita sowie Mitarbeitende des Kita-Werks
zur Erfullung von Trageraufgaben oder das Personal des Kirchenkreisverwaltungsamtes,
bspw. aus dem Bereich Vertragswesen und Beitragsverwaltung.

b) Externe Empfanger

Externe Empfanger sind alle Stellen aul3erhalb des Verantwortungsbereichs des
Kirchenkreises bzw. lhrer Kita vor Ort. Eine Datenubermittiung an diese Stellen findet nur
statt, wenn dies gesetzlich vorgesehen ist oder Sie uns lhre Einwilligung hierzu erteilt
haben.

Externe Empfanger kdnnen insbesondere Jugendamter und ortliche Trager der
offentlichen Jugendhilfe sein, etwa zur Wahrnehmung gesetzlicher Aufgaben nach dem
SGB VIl (z.B. Platzvermittlung, Prifung von Férderansprichen, Beteiligung an
Hilfeplangesprachen); Kostentrager (z.B. Sozialhilfetrager, Pflegekassen,
Integrationsfachdienste), soweit dies flr die Abrechnung oder Organisation individueller
Hilfen erforderlich ist; Gesundheitsamter und andere medizinische Stellen, etwa im
Zusammenhang mit gesetzlich vorgeschriebenen Impf- oder Infektionsschutzregelungen
(8§ 33 ff. IfSG); Kommunen und Schulverwaltungen, insbesondere bei Ubergéngen in
andere Bildungseinrichtungen oder zur Abstimmung Uber schulpflichtige Kinder; Ihre
Kirchengemeinde vor Ort, Fachstellen fur Seelsorge oder religionspadagogische
Begleitung oder Versicherungen, etwa bei Schadensfallen oder im Rahmen von
Gruppenunfallversicherungen.

DarlUber hinaus kann im Einzelfall eine Weitergabe an Gerichte, Rechtsanwalte oder

staatliche Stellen erfolgen, wenn dies zur Durchsetzung oder Abwehr rechtlicher
Anspriche erforderlich ist oder der Trager zur Mitwirkung verpflichtet ist.
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c) Externe Dienstleister (Auftragsverarbeitung gem. § 30 DSG-EKD):

Ein Teil der Datenverarbeitung erfolgt mit Unterstlitzung qualifizierter externer
Dienstleister, die auf Grundlage eines Vertrags zur Auftragsverarbeitung gemaf § 30 DSG-
EKD tatig werden. Diese Dienstleister sind datenschutzrechtlich verpflichtet, die Daten
ausschlieBlich gemal unserer Weisungen zu verarbeiten und angemessene technische
und organisatorische SchutzmalRnahmen zu gewahrleisten. Dies kdnnen bspw. Anbieter
aus den Bereichen IT-Betreuung, Systemadministration, IT-Sicherheit Hosting, Software
sein oder Elternkommunikation sein.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien flir ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten werden grundsatzlich nur so lange gespeichert, wie dies flr die
Zwecke erforderlich ist, fur die sie erhoben oder auf sonstige Weise verarbeitet wurden.
Nach Wegfall des Verarbeitungszwecks und Ablauf etwaiger gesetzlicher
Aufbewahrungsfristen erfolgt die Loschung der personenbezogenen Daten.

Die konkreten Speicherfristen richten sich nach der Art der Daten und den damit
verbundenen Pflichten: Vertrags- und Anmeldedaten (z.B. Betreuungsvertrag,
Anmeldebogen) werden in der Regel 10 Jahre nach Ende des Kalenderjahres, in dem das
Kind die Einrichtung verlassen hat, aufbewahrt (§ 147 Abs. 3 AO analog). Abrechnungs-
und Forderunterlagen (z.B. Elternbeitrage, Nachweise gegeniber dem Jugendamt)
werden 10 Jahre ab Schluss des Kalenderjahres der letzten Buchung gespeichert (§ 147
Abs. 3 AO analog). Kommunikationsinhalte mit dokumentationspflichtigem Bezug (z.B.
Elterngesprache mit Férderbezug, Beschwerden) kénnen bis zu 6 Jahre nach Ende des
Kita-Jahres aufbewahrt werden (§ 257 Abs. 1 Nr. 2 HGB analog).

Nicht relevante Kommunikation wird spatestens mit Ablauf des Kita-Jahres geldscht.
Entwicklungsdokumentationen (z.B. Portfolios, Beobachtungsbégen) werden bis zum
Ende des Betreuungsverhaltnisses gespeichert und anschliel3end geldscht oder an die
Sorgeberechtigten Gbergeben.

Gesundheitsdaten und Notfallinformationen (z.B. Allergien, Impfstatus, arztliche Plane)
werden in der Regel mit Ende der Betreuung geldscht, es sei denn, besondere gesetzliche
Vorgaben oder Schutzinteressen erfordern eine langere Aufbewahrung. Unfallanzeigen
und besondere Vorfalldokumentationen werden 5 Jahre nach Abschluss des Vorfalls
gespeichert; bei erwartbarer rechtlicher Relevanz ist eine langere Aufbewahrung méglich,
z.B. bis zu 30 Jahre (§ 199 BGB analog).

Die konkrete Festlegung und regelmaRige Uberpriifung der Speicherdauer erfolgt durch

den Kirchenkreis als Trager in Abstimmung mit der Kita-Leitung auf Grundlage der
gesetzlichen Vorgaben.
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7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Die Bereitstellung bestimmter personenbezogener Daten ist fur den Abschluss und die
Durchfuhrung des Betreuungsverhaltnisses gesetzlich oder vertraglich erforderlich. Ohne
diese Daten kann eine Aufnahme in die Kindertageseinrichtung nicht erfolgen, da sie fur
die Wahrnehmung der Aufsichtspflicht, die Gewahrleistung des Kindeswohls, die
padagogische Forderung sowie die Abrechnung gegenuber den Tragern der 6ffentlichen
Jugendhilfe oder anderen Kostentragern unerlasslich sind. Hierzu gehéren insbesondere:
Angaben zum Kind (wie bspw. Name, Geburtsdatum, Geschlecht, Anschrift,
Staatsangehorigkeit), Angaben zu den Personensorgeberechtigten (Namen, Anschriften,
Kontaktdaten, ggf. Sorgerechtsstatus), medizinische Notfallinformationen (z.B. Allergien,
chronische Erkrankungen, Impfstatus im Rahmen gesetzlicher Nachweispflichten),
Angaben zu besonderen Forderbedarfen oder zur sprachlichen Entwicklung, soweit fur die
Betreuung erforderlich, und Daten zur Beitragsberechnung und -erhebung.

Ohne diese Daten ist eine Aufnahme oder eine sachgerechte Betreuung in der Kita in der
Regel nicht mdglich. Die Nichtbereitstellung kann zur Ablehnung der Aufnahme oder zu
Einschrankungen bei der Betreuung fuhren. Die Verpflichtung zur Bereitstellung dieser
Daten ergibt sich insbesondere aus § 6 Nr. 1 DSG-EKD (Erfullung eines
Vertragsverhaltnisses) sowie aus spezialgesetzlichen Regelungen, etwa den
landesrechtlichen Ausfihrungsgesetzen zum SGB VIIl, kommunalen Satzungen oder
Forderrichtlinien.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlieRlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

E) Datenschutzhinweise Friedhofsverwaltung

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen erheben wir zu welchen Zwecken?
Im Rahmen der Friedhofsverwaltung erheben das Kirchenkreisverwaltungsamt und das
Nordfriesische Friedhofswerk des Kirchenkreises personenbezogene Daten zu
verschiedenen Zwecken. Hierbei kommen insbesondere folgende Verarbeitungsvorgange
zum Tragen:

a) Verwaltung von Grabnutzungsrechten und Bestattungsangelegenheiten:

Zur Vergabe, Verwaltung und Dokumentation von Grabstatten sowie zur Durchfihrung von
Beisetzungen verarbeiten die Friedhofsverwaltungen insbesondere folgende
personenbezogene Daten von Verstorbenen, Nutzungsberechtigten und / oder sonstigen
beteiligten Personen: Namen, Anschrift, Geburtsdatum, Sterbedatum, Laufzeiten und
Gebuhren, Terminangaben und Unterlagen zu Beisetzungen, Bankverbindungen im
Rahmen der Gebuhrenabwicklung, Familienstand, Religionszugehdrigkeit und
Verwandschaftsverhaltnis zum Verstorbenen.

b) Gebiuhrenverwaltung und Zahlungsabwicklung:

Zur Berechnung, Erhebung und Kontrolle von Friedhofsgebuhren sowie zur
Zahlungsabwicklung werden insbesondere folgende Daten verarbeitet: Namen,
Rechnungsanschrift und Kommunikationsdaten, Gebuhrenbescheide, Zahlungseingange,
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Mahnvorgange, Bankverbindungen, ggf. Buchungs- und Belegnachweise, interne
Vermerke zur Zahlungsabwicklung oder offenen Posten.

¢) Kommunikation mit Angehorigen und Dritten:

Zur Durchfuhrung der taglichen Verwaltungsaufgaben kommunizieren die
Friedhofsverwaltungen mit verschiedenen Beteiligten. Dabei werden u. a. folgende Daten
verarbeitet: Kontaktdaten von Angehdrigen, Bestattungsunternehmen, Steinmetzen,
Gartnereien, Angaben zu Anliegen, Terminabsprachen, Vertragsinhalten, E-Mail-
Korrespondenz, Gesprachsvermerke, Telefonnotizen.

d) Pflege, Unterhalt und Kontrolle:

Im Zusammenhang mit der laufenden Friedhofsunterhaltung und der Einhaltung der
Friedhofsordnung werden Daten verarbeitet, wenn Personen z. B. Beschwerden
einreichen, Rickmeldungen geben oder in die Priifung einbezogen sind Name und
Kontaktdaten der meldenden oder betroffenen Personen, Angaben zum Vorfall oder zur
Malnahme interne Bearbeitungsvermerke und Kontrollnachweise.

e) Mitwirkung an statistischen und haushaltsbezogenen Auswertungen:

FUr interne Planungs- und Steuerungsprozesse werden Daten in anonymisierter oder
pseudonymisierter Form genutzt. Dies betrifft insbesondere: Angaben zur Anzahl von
Bestattungen, Laufzeiten und Grabbelegung Auswertungen zur Einnahmenstruktur und
Gebuhrenentwicklung, Berichte fur Gremien oder Aufsichtsstellen.

f) Beratung und Unterstiitzung von Friedhofstragern und Mitarbeitenden vor Ort:

Im Rahmen der Beratung und fachlichen Unterstitzung von Kirchengemeinden als
Friedhofstrager sowie der Begleitung von Mitarbeitenden vor Ort kdnnen Daten verarbeitet
werden, etwa Kontaktdaten der beteiligten Personen, Anfragen, Beratungsinhalte,
Ruickmeldungen und ggf. Vermerke uber fachliche Einschatzungen oder Empfehlungen.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten im Rahmen der Friedhofsverwaltung erfolgt
auf Grundlage des Gesetzes Uber den kirchlichen Datenschutz (DSG-EKD) in der jeweils
geltenden Fassung. Maldgeblich sind insbesondere die folgenden Bestimmungen:

-§ 6 Nr. 1 DSG-EKD (Erlaubnis durch kirchliche oder staatliche Rechtsvorschriften):
Die Verarbeitung ist rechtmaRig, wenn eine kirchliche oder staatliche Rechtsvorschrift sie
erlaubt oder anordnet. Dies kann bspw. kirchliche oder staatliche Vorgaben, bspw. aus
Bereich des Bestattungs-, Gebuhren- und Steuerrechts betreffen.

§ 6 Nr. 3 DSG-EKD (Erforderlichkeit zur Aufgabenerfiillung der verantwortlichen
Stelle):

Die Datenverarbeitung ist zulassig, wenn sie zur Erflllung der Aufgaben der kirchlichen
Stelle erforderlich ist. Dazu gehoren die Verwaltung der Friedhofe in eigener Tragerschaft
ebenso wie Ubertragene Verwaltungsaufgaben fur Kirchengemeinden, einschlielich der
Vergabe und Verwaltung von Grabnutzungsrechten, der Gebuhrenabrechnung, der Pflege
des Friedhofsbetriebs sowie der Beratung anderer Friedhofstrager.

-§ 6 Nr. 6 DSG-EKD (Erfullung einer rechtlichen Verpflichtung):

In bestimmten Fallen ist die Verarbeitung personenbezogener Daten gesetzlich
vorgeschrieben, z.B. im Rahmen steuerrechtlicher oder buchhalterischer
Aufbewahrungspflichten, bei Prufungen durch Aufsichtsorgane oder zur Erflllung
archivrechtlicher Vorgaben.
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-§ 6 Nr. 2i.V.m. § 11 DSG-EKD (Einwilligung):

Soweit eine bestimmte Verarbeitung nicht auf einer gesetzlichen Grundlage beruht, kann
sie auf einer freiwillig erteilten, informierten Einwilligung erfolgen. Dies betrifft z. B.
freiwillige Angaben im Rahmen von Beratungsgesprachen oder Veroffentlichungen, sofern
keine andere Rechtsgrundlage eingreift.

Hinweis auf ergdanzende oder abweichende Rechtsgrundlagen:

Zusatzlich zu den oben genannten Bestimmungen des Gesetzes Uber den kirchlichen
Datenschutz (DSG-EKD) kénnen in besonderen Fallgestaltungen auch weitere gesetzliche
Erlaubnistatbestande nach § 6 DSG-EKD Anwendung finden, etwa bei vertraglichen
Beziehungen, der Wahrnehmung berechtigter Interessen oder dem Schutz lebenswichtiger
Interessen.

DarUber hinaus gelten bei der Wahrnehmung kirchlicher Aufgaben im Bereich der
Friedhofsverwaltung auch erganzende kirchliche und staatliche Rechtsvorschriften,
insbesondere:

— Friedhofsordnungen und kirchliche oder staatliche Satzungen,

— kirchliche oder staatliche Verwaltungsvorschriften,

— das Bestattungsgesetz des Landes Schleswig-Holstein,

— das Kommunalabgabengesetz (KAG) und andere kommunalrechtliche Vorschriften
— sowie einschlagige Vorgaben des Steuer-, Sozial- oder Haushaltsrechts.

Diese Vorschriften kdnnen im Einzelfall eine eigenstandige oder zusatzliche
Rechtsgrundlage flur die Verarbeitung personenbezogener Daten darstellen —
insbesondere wenn sie die Wahrnehmung hoheitlicher Aufgaben, Mitteilungspflichten oder
Dokumentationspflichten normieren.

4. An welche Empfanger werden lhre Daten weitergegeben?

Personenbezogene Daten werden nur Ubermittelt, wenn dies zur Erfullung der Aufgaben
der Friedhofsverwaltungen erforderlich ist, eine gesetzliche Verpflichtung besteht oder Sie
ausdrucklich eingewilligt haben. Eine regelmafige oder pauschale Datenweitergabe
erfolgt nicht. Im Einzelnen:

a) Interne Empfanger:

Innerhalb des Kirchenkreises erhalten ausschlieldlich diejenigen Beschaftigten Zugriff auf
Ihre Daten, die mit der Bearbeitung lhres Anliegens betraut sind — z. B. in der
Friedhofsverwaltung oder in der Finanzbuchhaltung.

b) Externe Empfanger:

Wenn es fur die Durchfiihrung konkreter Vorgange erforderlich ist, kbnnen
personenbezogene Daten an Dritte Ubermittelt werden, z.B. an: eine Kirchengemeinde,
Bestattungsunternehmen im Rahmen einer beauftragten Beisetzung, Gartnereien oder
Steinmetze zur Durchfuhrung von Pflege- oder Gestaltungsarbeiten, sonstige Dienstleister
im Zusammenhang mit vereinbarten Leistungen.

Sofern technische oder organisatorische Aufgaben an spezialisierte Dienstleister
ausgelagert sind (z.B. Hosting der Friedhofsverwaltungssoftware, Wartung von IT-
Systemen), erfolgt die Verarbeitung auf Grundlage eines Vertrages zur
Auftragsverarbeitung nach § 30 DSG-EKD. Diese Dienstleister sind vertraglich verpflichtet,
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Ihre Daten nur auf unsere Weisung hin und unter strengen Schutzmafnahmen zu
verarbeiten.

c) Externe Empfanger mit gesetzlicher Zustandigkeit:

In bestimmten Fallen kann eine Weitergabe von Daten gesetzlich vorgeschrieben oder
angeordnet sein an: kirchliche staatliche Aufsichtsbehdrden (z. B. fur Statistik oder
Archivierung), kommunale Ordnungs- oder Friedhofsamter, Finanzamter oder Prifstellen
im Rahmen von Abgabepflichten oder Gerichte oder Ermittlungsbehérden bei Vorliegen
einer gesetzlichen Mitwirkungspflicht.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittlung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien fir ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten werden grundsatzlich nur so lange gespeichert, wie dies zur
Erfullung der jeweiligen Aufgaben und gesetzlichen Pflichten erforderlich ist. Maligeblich
sind dabei bspw. steuerrechtliche Aufbewahrungspflichten (z.B. nach der
Abgabenordnung), haushaltsrechtliche und buchhalterische Vorschriften und das
kirchliche Archivrecht.

Darlber hinaus ergeben sich erganzende Aufbewahrungspflichten aus dem kirchlichen
Friedhofsrecht und den jeweils geltenden Friedhofsordnungen. Diese konnen
insbesondere bei Grabregistern, Beisetzungsnachweisen oder Nutzungsvertragen zu sehr
langen oder dauerhaften Aufbewahrungen fuhren — etwa zur Wahrung von
Nachweispflichten oder zur historischen Dokumentation.

In Einzelfallen kdnnen sich auch aus kommunalen Satzungen, vertraglichen
Vereinbarungen oder spezialgesetzlichen Vorgaben (z.B. aus dem Bestattungsrecht oder
dem Kommunalabgabenrecht) erganzende Aufbewahrungsfristen ergeben — etwa fir
Gebuhrenunterlagen oder Verwaltungsvorgange mit 6ffentlich-rechtlichem Bezug.

Sobald der jeweilige Verarbeitungszweck entfallt und keine gesetzlichen oder
satzungsrechtlichen oder sonstigen Aufbewahrungspflichten mehr bestehen, werden die
Daten geldscht oder gemafl den Vorgaben des kirchlichen Archivwesens archiviert.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Im Rahmen der friedhofsbezogenen Verwaltungs- und Nutzungsverhaltnisse sind Sie
verpflichtet, diejenigen personenbezogenen Daten bereitzustellen, die fur die
Durchfuhrung der jeweiligen Aufgaben erforderlich sind. Dies betrifft insbesondere
Angaben, die fur die Vergabe, Verwaltung und Abrechnung von Grabnutzungsrechten, die
Durchfihrung von Bestattungen oder die Bearbeitung damit zusammenhangender
Verwaltungsangelegenheiten notwendig sind.
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Ohne diese Daten ist die ordnungsgemalie Bearbeitung entsprechender Antrage oder
Verwaltungsverfahren nicht moglich. In bestimmten Fallen kann die Nichtbereitstellung
dazu fuhren, dass Vertrage nicht abgeschlossen, Leistungen nicht erbracht oder
friedhofsrechtliche Pflichten nicht erfullt werden kdnnen.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD
Es finden keine Entscheidungen statt, die ausschlie3lich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

F) Datenschutzhinweise fuir Teilnehmerinnen und Teilnehmer an
Veranstaltungen des Kirchenkreises

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von Ilhnen erheben wir zu welchen Zwecken?
Im Zusammenhang mit der Teilnahme an Veranstaltungen des Kirchenkreises werden
personenbezogene Daten verarbeitet, soweit dies fir die Planung, Durchflihrung,
Nachbereitung oder Dokumentation erforderlich ist. Je nach Art und Zweck der
Veranstaltung kénnen insbesondere folgende Datenkategorien betroffen sein: Namen,
Titel, ggf. Geschlecht, Anschrift, Kontaktdaten (Telefon, E-Mail), Angaben zur Teilnahme
(z.B. Anmeldedatum, An- und Abwesenheit, Teilnahmebescheinigungen), ggf.
Geburtsdatum oder Altersangaben (z. B. Bei Altersbeschrankungen, Zuschussberech-
nungen), besonderer Unterstitzungsbedarf (z. B. Barrierefreiheit, sprachliche oder
gesundheitliche Hinweise), Verpflegungswunsche, Daten zur Unterkunft, Reisedaten,
Bankverbindung oder Zahlungsdaten (z. B. bei Teilnahmegebihren oder Erstattungen),
Informationen zur Funktion oder Rolle innerhalb der Veranstaltung (z. B. als Referentin,
Mitwirkender, Leitung), ggf. Einwilligungen, z.B. zur Verdffentlichung von Fotos, Teilnahme
an digitalen Formaten, Datenweitergabe an Dritte, ggf. Angaben zu ehrenamtlichen oder
hauptamtlichen Tatigkeiten oder Amtern oder zur Zugehdrigkeit zu einer Kirchengemeinde
oder Kommunikationsinhalte (z B. E-Mails, Feedbackbdgen, Beitrage im Chat bei Online-
Veranstaltungen).

Die Verarbeitung dieser Daten erfolgt insbesondere zu folgenden Zwecken: Planung,
Organisation und Durchfuhrung kirchlicher Veranstaltungen in Prasenz oder digitaler
Form, Verwaltung von Anmeldungen, Teilnahmelisten und Rickfragen, Nachbereitung,
Evaluation und Berichterstattung, Erflllung verwaltungsrechtlicher, férderrechtlicher oder
statistischer Nachweispflichten und ggf. Abrechnung, Erstattung oder Einzug von
Beitragen, Dokumentation der Veranstaltung, oder ggf. Offentlichkeitsarbeit.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten im Zusammenhang mit der Teilnahme an
kirchlichen Veranstaltungen erfolgt auf Grundlage des Gesetzes Uber den kirchlichen
Datenschutz (DSG-EKD) in der jeweils geltenden Fassung. MaRgeblich sind insbesondere
folgende Rechtsgrundlagen:

-§ 6 Nr. 3 DSG-EKD (Erforderlichkeit zur Erfiillung der Aufgaben der verantwortlichen
Stelle):
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Wenn Veranstaltungen im Rahmen der kirchlichen Arbeit durchgefuhrt werden, ist die
Verarbeitung personenbezogener Daten zulassig, soweit sie zur Planung, Durchflhrung
oder Auswertung erforderlich ist.

- § 6 Nr. 5 DSG-EKD (Vertrag oder vertragsahnliches Verhaltnis):

Soweit eine Veranstaltung auf einer vertraglichen Grundlage beruht — etwa durch eine
verbindliche Anmeldung, Teilnahmegebuhren oder buchbare Leistungen — erfolgt die
Verarbeitung personenbezogener Daten zur Durchfiihrung vorvertraglicher Malinahmen
oder zur Vertragserfullung.

- § 6 Nr. 1 DSG-EKD (Erlaubnis durch kirchliche oder staatliche Rechtsvorschriften):
Soweit staatliche oder kirchengesetzliche Vorschriften die Durchfiihrung der Veranstaltung
oder Nachweise, Dokumentationen oder Verfahren verlangen (z.B. bei Zuschissen,
statistischen Pflichten oder Prifungen), kann sich die Datenverarbeitung auf diese
Rechtsgrundlage stutzen.

-§ 11 DSG-EKD (Einwilligung):

Soweit einzelne Datenverarbeitungen nicht auf einer gesetzlichen Grundlage beruhen —
etwa bei der Veroffentlichung von Fotos, bei optionalen Angaben oder bei der Weitergabe
von Daten an Dritte — erfolgt die Verarbeitung nur auf Basis einer zuvor erteilten
informierten Einwilligung.

- § 13 Abs. 1 DSG-EKD (Verarbeitung besonderer Kategorien personenbezogener
Daten):

Besondere Kategorien personenbezogener Daten (z.B. Gesundheitsdaten bei Teilnahme
mit besonderem Unterstitzungsbedarf) werden nur verarbeitet, wenn dies zur
Durchfuhrung der Veranstaltung erforderlich ist und angemessene Schutzmalinahmen
bestehen.

-Hinweis auf erganzende oder abweichende Rechtsgrundlagen:

Zusatzlich zu den oben genannten Bestimmungen des Gesetzes Uber den kirchlichen
Datenschutz (DSG-EKD) kénnen in besonderen Fallgestaltungen auch weitere gesetzliche
Erlaubnistatbestande, bspw. nach § 6 DSG-EKD Anwendung finden, etwa bei der
Wahrnehmung berechtigter Interessen, bei lebenswichtigen Interessen oder auf Grundlage
sonstiger kirchlicher Aufgaben.

Daruber hinaus gelten bei bestimmten Veranstaltungsformaten gegebenenfalls
erganzende kirchliche oder staatliche Rechtsvorschriften, z. B. haushaltsrechtliche
Vorgaben, Zuwendungsbestimmungen, steuerrechtliche Regelungen oder das
Kommunalabgabengesetz, soweit 6ffentliche Mittel in Anspruch genommen werden oder
eine Mitwirkung staatlicher Stellen erfolgt.

Diese Vorschriften kdnnen im Einzelfall eine eigenstandige oder zusatzliche
Rechtsgrundlage flr die Verarbeitung personenbezogener Daten darstellen —
insbesondere dann, wenn sie bestimmte Nachweis-, Mitteilungs- oder
Dokumentationspflichten begriinden.

4. An welche Empfanger werden lhre Daten weitergegeben?

Ihre personenbezogenen Daten werden grundsatzlich nur dann an andere Stellen oder
Personen weitergegeben, wenn dies zur Durchfiihrung und Organisation der jeweiligen
Veranstaltung erforderlich ist oder wenn eine rechtliche Verpflichtung dazu besteht.

a) Interne Empfanger:
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Innerhalb des Kirchenkreises erhalten nur diejenigen Personen oder Dienststellen Zugriff
auf lhre Daten, die diese zur Erflllung ihrer Aufgaben bendtigen. Dies betrifft insbesondere
die mit der Planung, Durchfuhrung und Abrechnung der Veranstaltung befassten
Mitarbeitenden (z.B. Veranstaltungsorganisation, Offentlichkeitsarbeit, Verwaltung,
Buchhaltung).

b) Externe Empfanger:

Sofern Veranstaltungen gemeinsam mit oder von anderen Stellen (z.B. andere kirchliche
oder diakonische Stellen oder sonstige staatliche oder private Fachstellen, Einrichtungen,
Institutionen oder Anbieter) durchgeflihrt werden, kann ggf. eine Weitergabe lhrer Daten
an diese Stellen erfolgen, wenn dies gesetzlich zulassig und erforderlich ist. Dies gilt ggdf.
auch fur eine Weitergabe an Referierende oder Moderierende, bspw. zur Vorbereitung auf
die Veranstaltung (z.B. zur Erstellung von Teilnehmerlisten oder Teilnahmebestatigungen),
oder an externe Empfanger zur Erflllung rechtlicher Pflichten (z.B. Abrechnung gegentber
offentlichen Forderstellen), an Banken bei Rickerstattungen oder Teilnahmebeitragen, an
staatliche Stellen (z.B. Finanzbehdrden), wenn gesetzliche Mitteilungspflichten bestehen
oder auf Grundlage einer von |Ihnen erteilten Einwilligung (z.B. Veroffentlichung von
Fotos). Einzelne Datenverarbeitungen (z.B. technische Bereitstellung von Anmel-
deformularen, Hosting von Online-Plattformen oder Versand von Teilnahmebestatigungen)
konnen ggf. mit Unterstlitzung externer Dienstleister im Rahmen einer
datenschutzrechtlich abgesicherten Auftragsverarbeitung gemaf § 30 DSG-EKD. Diese
Dienstleister sind vertraglich verpflichtet, die Daten ausschliel3lich weisungsgebunden und
mit angemessenen Schutzmalinahmen zu verarbeiten.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auBerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittlung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien fur ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten von Teilnehmenden an Veranstaltungen werden nur so lange
gespeichert, wie dies fur die Planung, Durchfuhrung, Abrechnung und Nachbereitung der
jeweiligen Veranstaltung erforderlich ist. Die Speicherdauer richtet sich insbesondere
nach: der Art und dem Umfang der Veranstaltung, bestehenden staatlichen, kirchlichen
oder sonstigen Aufbewahrungsfristen sowie etwaigen Erfordernissen flr die
Nachweisfuhrung, z.B. gegenuber Aufsichts- oder Forderstellen.

Typische Aufbewahrungsfristen ergeben sich insbesondere aus steuer- und
haushaltsrechtlichen oder steuerrechtlichen Vorgaben (z.B. 6 oder 10 Jahre fur Belege
nach der Abgabenordnung ), aus fordermittelrechtlichen Anforderungen (je nach
Fordergeber unterschiedlich).

Nach Ablauf der jeweiligen Fristen oder sobald der Verarbeitungszweck entfallt, werden

die Daten geldscht oder — sofern eine Pflicht zur dauerhaften Aufbewahrung besteht —
dem zustandigen Archiv Ubergeben.
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7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Im Rahmen Planung, Durchfuhrung oder Abrechnung der Veranstaltung sind Sie
verpflichtet, diejenigen personenbezogenen Daten bereitzustellen, die zur Durchfiihrung
dieser Aufgaben und der Veranstaltung erforderlich sind.

Ohne diese Daten kann eine Teilnahme von |hnen an der Veranstaltung nicht oder nur
eingeschrankt erfolgen.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlie3lich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

G) Datenschutzhinweise fur die Gremienarbeit

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von Ilhnen erheben wir zu welchen Zwecken?
Im Rahmen der Gremienarbeit des Kirchenkreises — z.B. in der Kirchenkreissynode, im
Kirchenkreisrat, in Ausschussen, Arbeitsgruppen, Beiraten oder sonstigen
beschlussfassenden oder beratenden Gremien — verarbeiten wir personenbezogene
Daten zu folgenden Zwecken: Einladung und Organisation von Sitzungen, z. B. flr
Terminabsprachen, Versand von Einladungen und Tagesordnungen, Erstellung von
Teilnehmerlisten, Dokumentationen und Nachweise zur Gremienarbeit, Erstellung und
Archivierung von Protokollen, Beschlissen, Anwesenheitslisten, oder zur gremienbezoge-
nen Kommunikation, z.B. per E-Mail, Telefon oder Videokonferenz, bei Rickfragen oder
Versand von Materialien, Veroffentlichung von Gremieninformationen, zur Wahrnehmung
gesetzlicher oder kirchlicher Aufgaben (z .B. Mandatsprufung, Haushaltsentscheidungen,
Aufsichtsfunktionen, Mitwirkung bei Personalangelegenheiten).

Hierzu werden insbesondere folgende personenbezogene Daten verarbeitet: Name,
Vorname Gremienzugehorigkeit, Funktion im Gremium, Kontaktinformationen (z.B.
Anschrift, E-Mail-Adresse, Telefonnummer), Zugehdrigkeit zu einer entsendenden Stelle
(z.B. Kirchengemeinde, Einrichtung oder Dienststelle), Mandatsstatus, Stimmrechte, ggf.
Entsendungsgrundlage, Teilnahme an Sitzungen (Anwesenheitslisten, Protokolle), ggdf.
AuRerungen, Beitrage oder Abstimmungsverhalten, sofern protokolliert und ggf. weitere
dienstbezogene oder freiwillige Angaben.

Die Verarbeitung erfolgt jeweils zweckgebunden, im Rahmen der kirchlichen Ordnung und
nach Malkgabe der Aufgaben der jeweiligen Gremien.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten im Rahmen der Gremienarbeit des
Kirchenkreises erfolgt auf Grundlage des Gesetzes Uber den kirchlichen Datenschutz
(DSG-EKD) in der jeweils geltenden Fassung. MalRgeblich sind insbesondere folgende
Bestimmungen:

-§ 6 Nr. 3 DSG-EKD (Erforderlichkeit zur Aufgabenerfiilllung der verantwortlichen
Stelle):

Die Datenverarbeitung ist zulassig, wenn sie zur Erfillung der dem Kirchenkreis
obliegenden Aufgaben erforderlich ist. Dies umfasst bspw. die Planung, Durchfihrung oder
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Nachbereitung und Abrechnung.

-§ 6 Nr. 2i.V.m. § 11 DSG-EKD (Einwilligung):
In bestimmten Fallen, insbesondere bei freiwilligen Veroffentlichungen oder zusatzlichen
Angaben, erfolgt die Verarbeitung auf Grundlage einer ausdrucklich erteilten Einwilligung.

-§ 13 DSG-EKD (Verarbeitung besonderer Kategorien personenbezogener Daten):
Soweit im Rahmen der Gremienarbeit besondere Kategorien personenbezogener Daten
verarbeitet werden (z.B. Gesundheitsangaben), erfolgt die Verarbeitung nur, wenn dies

gesetzlich zulassig ist, insbes. nach § 13 Abs. 2 DSG-EKD.

-Hinweis auf erganzende oder abweichende Rechtsgrundlagen:

Daruber hinaus kdnnen in einigen Fallgestaltungen auch weitere gesetzliche
Erlaubnistatbestande Anwendung finden, z.B. § 6 Nr. 5 DSG-EKD bei vertraglichen
Beziehungen, § 6 Nr. 4 DSG-EKD bei der Wahrnehmung berechtigter Interessen oder § 6
Nr. 6 DSG-EKD zur Erfullung einer rechtlichen Pflicht. Zudem gelten bei der
Wahrnehmung kirchlicher Aufgaben erganzende kirchliche und staatliche Vorschriften, z.B.
Bestimmungen des Haushalts- und Steuerrechts, etwa zur Belegaufbewahrung.

Diese Vorschriften kdnnen im Einzelfall eine eigenstandige oder zusatzliche
Rechtsgrundlage flur die Verarbeitung personenbezogener Daten darstellen.

4. An welche Empfanger werden lhre Daten weitergegeben?

Ihre personenbezogenen Daten werden im Rahmen der Gremienarbeit grundsatzlich nur
weitergegeben, soweit dies zur ordnungsgemalfen Durchfuhrung der jeweiligen Aufgaben
erforderlich ist. Dabei wird zwischen internen und externen Empfangern unterschieden:

a) Interne Empfanger:

Innerhalb des Kirchenkreises erhalten nur diejenigen Stellen und Personen Zugriff auf Ihre
Daten, die sie zur Erflllung ihrer Aufgaben bendtigen. Dies betrifft z.B. die
Gremiengeschaftsfuhrung, das Synodenburo, die Kirchenkreisverwaltung sowie ggf.
weitere mit der Gremienarbeit befasste Fachabteilungen (z.B. Finanzwesen, Personal,
Offentlichkeitsarbeit) oder Personen.

b) Externe Empfanger:

Soweit erforderlich und gesetzlich zulassig, kdnnen lhre Daten auch an andere kirchliche
oder staatliche Stellen, Aufsichtsorgane oder Behdrden weitergegeben werden, z.B. im
Rahmen der Aufsicht oder der Rechtsprifung, bei Prifungen durch Finanzbehdrden, bei
steuerrechtlichen Meldungen oder im Rahmen gesetzlicher Mitteilungspflichten.

Soweit technische oder organisatorische Aufgaben durch externe Dienstleister
Ubernommen werden (z. B. Hosting von Gremienportalen, Protokollsysteme oder Cloud-
Dienste), erfolgt die Datenverarbeitung auf Grundlage eines Auftragsverarbeitungsvertrags
nach § 30 DSG-EKD. Diese Dienstleister sind vertraglich verpflichtet, Ihre Daten
ausschlieBlich auf Weisung zu verarbeiten und angemessene Schutzmal3nahmen zu
treffen.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
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Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien flr ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten im Zusammenhang mit der Gremienarbeit werden grundsatzlich
nur so lange gespeichert, wie dies fur die Durchfihrung der jeweiligen Aufgaben
erforderlich ist. Nach Wegfall des Zwecks und Ablauf etwaiger staatlicher oder
kirchengesetzlicher Aufbewahrungsfristen werden die Daten geléscht oder dem
Kirchenkreisarchiv zur dauerhaften Aufbewahrung angeboten.

Die konkreten Speicherfristen richten sich nach dem kirchlichen Archivrecht sowie nach
allgemeinen steuer-, haushalts- und verwaltungsrechtlichen Vorgaben. Dazu zahlen
insbesondere: steuer- und abgabenrechtliche Fristen von 6 bzw. 10 Jahren (§ 147 AO,

§ 257 HGB), personal- oder mandatsbezogene Aufbewahrungsfristen, etwa bei
Gremienmitgliedschaften, Mandatslisten oder Wahlergebnissen und archivrechtliche
Pflichten, insbesondere zur dauerhaften Sicherung historisch oder rechtlich bedeutsamer
Unterlagen, wie etwa Protokolle, Beschlisse oder Mandatsubersichten.

Die Entscheidung Uber die Archivwurdigkeit trifft das zustandige Kirchenkreisarchiv im
Rahmen der geltenden Archivvorschriften. Daten, die nicht archivwurdig sind und fir die
keine gesetzliche Aufbewahrungspflicht mehr besteht, werden regelmaliig geldscht.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Im Rahmen der Gremienarbeit des Kirchenkreises (z. B. Kirchenkreissynode,
Fachausschusse, Arbeitskreise) sind Sie verpflichtet, diejenigen personenbezogenen
Daten bereitzustellen, die zur Durchfihrung der jeweiligen Aufgaben oder zur
Zusammensetzung der Gremien erforderlich sind.

Ohne diese Daten kann die Auslbung eines Mandats, die Teilnahme an Sitzungen oder
die ordnungsgemafe Durchflihrung der Gremienarbeit nicht oder nur eingeschrankt
erfolgen.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD
Es finden keine Entscheidungen statt, die ausschlie3lich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

H) Datenschutzhinweise bei Miete, Pacht und
Erbbaurechtsverhaltnissen

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter 1.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen erheben wir zu welchen Zwecken?
Im Rahmen der Verwaltung kirchlicher Liegenschaften, insbesondere im Zusammenhang
mit Miet-, Pacht- und Erbbaurechtsverhaltnissen, verarbeitet der Kirchenkreis die jeweils
erforderlichen personenbezogene Daten. Dies kdnnen bspw. sein: Name, Anschrift und
Kontaktdaten, Vertragsdaten (z.B. Laufzeit, Vertragsgegenstand, Flursticksnummern,
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Nutzungszweck), ldentifikationsdaten bei naturlichen Vertragspartnern oder ggf. Angaben
zur Bonitat, Zuverlassigkeit oder etwaige Vorverhaltnisse, Bankverbindung und
Zahlungsmodalitaten, Rechnungshistorie, Zahlungseingange, Mahnstatus ggf.
Informationen zu Vollstreckung oder Inkasso.

a) Begriindung, Durchfiihrung und Beendigung von Vertragsverhaltnissen:

Zur Anbahnung und Abwicklung von Miet-, Pacht- oder Erbbaurechtsvertragen werden
personenbezogene Daten erhoben, um rechtssichere Vertrage zu schlielden,
Vertragslaufzeiten und Rechte zu dokumentieren sowie Nutzung und Instandhaltung zu
koordinieren.

b) Zahlungsabwicklung und Forderungsmanagement:

Fur die Abrechnung von Nutzungsentgelten, Pacht- oder Erbbauzinsen und zur
Bearbeitung von Zahlungen werden verarbeitet Bankverbindung und Zahlungsmodalitaten,
Rechnungshistorie, Zahlungseingange, Mahnstatus ggf. Informationen zu Vollstreckung
oder Inkasso. Dies dient der ordnungsgemalfen Verwaltung der kirchlichen Einnahmen
und der wirtschaftlichen Nachvollziehbarkeit der Vertragsverhaltnisse.

c) Laufende Betreuung und Kommunikation:

Zur Durchfihrung des Schriftverkehrs mit Pachtern, Mietern oder Erbbauberechtigten
sowie zur Klarung vertraglicher oder tatsachlicher Fragen werden folgende Daten
verarbeitet: Korrespondenzdaten (E-Mail, Postanschrift, Gesprachsvermerke), Angaben zu
Ansprechpartnern, Vereinbarungen oder Ruckfragen ggf. Zustimmungen, Widerspriche
oder sonstige Erklarungen.

d) Erfiillung gesetzlicher und kirchlicher Pflichten:

Im Zusammenhang mit der Gebaude- und Liegenschaftsverwaltung sind verschiedene
gesetzliche Verpflichtungen zu beachten. Verarbeitet werden personenbezogene Daten
insbesondere zur: Einhaltung steuerrechtlicher Aufbewahrungspflichten (z.B. nach AO,
UStG) Mitwirkung bei internen oder externen Prifungen Erfullung von
Dokumentationspflichten (z.B. fur kirchliche Aufsichtsorgane oder Rechnungsprufung), ggf.
zur Erflllung melderechtlicher oder grundbuchrechtlicher Vorgaben bei Erbbaurechten.

e) Statistik und Vermogensverwaltung:

Zur Planung, Steuerung und Dokumentation der Liegenschaftsverwaltung kann eine
Auswertung erfolgen hinsichtlich: z.B. hinsichtlich Anzahl und Art der Vertrage,
Vertragslaufzeiten, Einnahmenstruktur, Nutzungsklassen, Flachenverteilung. Diese
Auswertungen erfolgen in der Regel anonymisiert oder pseudonymisiert.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung |hrer personenbezogenen Daten im Rahmen der Verwaltung kirchlicher
Liegenschaften, insbesondere im Zusammenhang mit Miet-, Pacht- oder
Erbbaurechtsverhaltnissen, erfolgt auf Grundlage des Gesetzes Uber den kirchlichen
Datenschutz (DSG-EKD) in der jeweils geltenden Fassung. MalRgeblich sind insbesondere
folgende Bestimmungen:

- § 6 Nr. 1 DSG-EKD - Erlaubnis durch kirchliche oder staatliche Rechtsvorschriften:
Die Verarbeitung ist rechtmaRig, wenn sie durch eine kirchliche oder staatliche
Rechtsvorschrift erlaubt oder vorgeschrieben ist. Dies betrifft insbesondere: Vorschriften
des Zivilrechts Uber Miet-, Pacht- und Erbbaurechtsverhaltnisse (z. B. §§ 535 ff. BGB,
ErbbauRG), steuerrechtliche Vorschriften (z.B. Abgabenordnung, Umsatzsteuergesetz),
landeskirchliche Verwaltungsvorschriften (z. B. Kirchenkreisverwaltungsgesetz),
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kommunalrechtliche oder melderechtliche Regelungen, sofern anwendbar, das kirchliche
Archivrecht.

-§ 6 Nr. 3 DSG-EKD - Erforderlichkeit zur Aufgabenerfiillung der verantwortlichen
Stelle:

Die Verarbeitung ist zulassig, wenn sie zur Wahrnehmung der Aufgaben des
Kirchenkreises erforderlich ist. Dazu gehort die Verwaltung von Liegenschaften
einschlieBlich der Verpachtung, Vermietung oder der Bestellung von Erbbaurechten sowie
die laufende Betreuung und wirtschaftliche Verwaltung kirchlichen Eigentums.

- § 6 Nr. 6 DSG-EKD - Erfiillung einer rechtlichen Verpflichtung:

In bestimmten Fallen ist die Verarbeitung zur Erfullung gesetzlicher Pflichten erforderlich,
etwa zur Erfullung steuerlicher, buchhalterischer oder archivrechtlicher Vorgaben sowie
zur Mitwirkung bei Prifverfahren oder bei der Umsetzung 6ffentlich-rechtlicher Melde-
oder Anzeigeverpflichtungen.

-§ 6 Nr. 2i.V.m. § 11 DSG-EKD - Einwilligung:

Soweit eine Verarbeitung nicht durch gesetzliche Vorschriften gedeckt ist, kann sie auf
einer informierten, freiwilligen Einwilligung beruhen. Dies betrifft insbesondere freiwillige
Angaben im Rahmen der Kommunikation, von Interessenbekundungen oder
weitergehender Abstimmungen, die Uber den rein vertraglichen Rahmen hinausgehen.

-Ergénzender Hinweis auf weitere mogliche Rechtsgrundlagen:

In besonderen Fallkonstellationen kann sich die Rechtmaligkeit der Verarbeitung auch
aus weiteren Bestimmungen des DSG-EKD ergeben, etwa zur Wahrnehmung kirchlicher
Aufgaben, zur Verteidigung von Rechtsansprichen oder zur Sicherstellung berechtigter
Interessen. Zudem sind erganzend einschlagige staatliche Vorschriften zu
bertcksichtigen, insbesondere zivilrechtliche, steuerliche, melderechtliche und ggf.
kommunalrechtliche Vorgaben, soweit diese auf die Tatigkeit kirchlicher
Liegenschaftsverwaltung anwendbar sind.

4. An welche Empfanger werden lhre Daten weitergegeben?

Ihre personenbezogenen Daten werden grundsatzlich nur weitergegeben, soweit dies zur
Erflllung der oben genannten Zwecke erforderlich ist, gesetzlich vorgeschrieben ist oder
Sie ausdrucklich eingewilligt haben. Dabei wird zwischen interner Weitergabe,
beauftragten Dienstleistern und externen Stellen unterschieden:

a) Innerhalb des Kirchenkreises:
Zugriff auf Ihre Daten erhalten innerhalb des Kirchenkreises nur diejenigen Stellen oder
Personen, die diese zur Erflllung ihrer jeweiligen Aufgaben bendtigen.

b) An kirchliche Stellen:

Sofern kirchliche Korperschaften (z.B. Kirchengemeinden) Eigentimer der verwalteten
Liegenschaften sind oder kirchliche Gremien Gber Miet- oder Pachtangelegenheiten zu
entscheiden haben, konnen Ihre Daten an diese Stellen weitergeleitet werden — etwa im
Rahmen von Entscheidungs-, Beratungs- oder Prifverfahren.

c) An staatliche Stellen:

In bestimmten Fallen ist eine Weitergabe gesetzlich vorgeschrieben, z. B. An:
Finanzbehoérden (z. B. bei steuerlicher Veranlagung oder Umsatzsteuerpflicht),
kommunale Stellen (z. B. Bauaufsicht, Grundbuchamt, Katasteramt, Meldebehdrden)),
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Gerichte und Vollstreckungsorgane (z. B. Bei Streitigkeiten oder Titulierung von
Forderungen) und
Landwirtschaftliche Berufsgenossenschaft (bei Angelegenheiten zu Landpachtvertragen).

d) An externe Empfanger:

Einzelne Verarbeitungsvorgange erfolgen mit Unterstiitzung von externen Dienstleistern,
etwa in den Bereichen IT-Betreuung, Hosting, Wartung, Steuerberatung oder
Liegenschaftsbuchfiihrung. Diese Dienstleister sind durch entsprechende Vertrage
(Auftragsverarbeitung gem. § 30 DSG-EKD) verpflichtet, die personenbezogenen Daten
ausschlielich auf Weisung der verantwortlichen Stelle und unter Beachtung strenger
Datenschutzanforderungen zu verarbeiten.

In einigen Situationen kann eine Ubermittlung lhrer Daten erforderlich sein, z. B. An:
Rechtsanwalte oder Notare (etwa bei Vertragsgestaltungen oder Rechtsstreitigkeiten),
Banken oder Kreditinstitute (z. B. fur Zahlungsabwicklungen)), Versicherungen (z. B. im
Schadensfall),), Sachverstandige, externe Gutachter (z. B. bei Wertermittlungen oder
baulichen Prufungen).

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien flr ein angemessenes Datenschutz-
niveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder anerkannte
vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten im Zusammenhang mit Miet-, Pacht- und Erbbaurechts-
verhaltnissen werden grundsatzlich nur so lange gespeichert, wie dies zur Erfullung der
jeweiligen Zwecke erforderlich ist, insbesondere zur Verwaltung und Dokumentation von
Nutzungsverhaltnissen, Vertragsabwicklungen, Zahlungsflissen oder zur
Geltendmachung, Austbung oder Verteidigung rechtlicher Anspruche.

Nach Wegfall des Verarbeitungszwecks erfolgt eine Loschung, sofern keine gesetzlichen
oder kirchlichen Aufbewahrungspflichten entgegenstehen. Zu beachten sind insbesondere:

— steuerrechtliche Aufbewahrungspflichten gemaf § 147 Abgabenordnung (AO) von bis zu
zehn Jahren,

— buchhalterische und haushaltsrechtliche Vorschriften, etwa aus dem kirchlichen
Finanzrecht,

— zivilrechtliche Verjahrungsfristen nach §§ 195 ff. BGB (regelmaldig drei Jahre, in
Einzelfallen bis zu 30 Jahre),

— archivrechtliche Vorgaben der Landeskirche, insbesondere bei Unterlagen mit
bleibendem Dokumentationswert (z. B. Erbbauvertrage, Grundbuchunterlagen,
Grundstucksakten).
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In bestimmten Fallen erfolgt eine Ubernahme archivwiirdiger Unterlagen in das zustéandige
Kirchenarchiv zur dauerhaften Aufbewahrung.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD:

Im Zusammenhang mit der Verwaltung von Pacht- und Erbbaurechtsverhaltnissen sowie
sonstigen Liegenschaftsangelegenheiten sind Sie verpflichtet, diejenigen personen-
bezogenen Daten bereitzustellen, die fir die Anbahnung, Durchfiihrung oder Beendigung
des jeweiligen Vertragsverhaltnisses erforderlich sind. Dazu gehdren insbesondere
Angaben zur Identitat, zur Erreichbarkeit, zur Zahlungsabwicklung und zur vertraglichen
Beziehung selbst.

Ohne diese Daten kann ein entsprechendes Nutzungsverhaltnis nicht begriindet oder
ordnungsgemal verwaltet werden. Auch einzelne Verwaltungs- oder Abrechnungs-
prozesse (z. B. Zahlungsverkehr, Schriftwechsel, Vertragsvollzug) waren ohne die
erforderlichen Angaben nicht oder nur eingeschrankt méglich.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlieBlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

1) Datenschutzhinweise Versicherungen

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen erheben wir zu welchen Zwecken?
Im Zusammenhang mit Versicherungen verarbeitet der Kirchenkreis personenbezogene
Daten zur Vorbereitung, Durchfihrung und Dokumentation von Schadensmeldungen. Dies
betrifft insbesondere folgende Vorgange:

a) Erfassung und Bearbeitung von Schadensanzeigen

Zur Abwicklung von Schadensfallen in den Bereichen Dienstreisekasko-, Unfall-,
Haftpflicht-, Gebaude- oder Elektronikversicherung erhebt und verarbeitet der Kirchenkreis
personenbezogene Daten insbesondere zu folgenden Zwecken:

— Aufnahme und Prifung von Schadensmeldungen

— Erganzung und Vorbeflllung standardisierter Schadensanzeigen

— Kommunikation mit betroffenen Personen, Vorgesetzten oder Zeugen

— Weiterleitung an den zustandigen Versicherer

— interne Dokumentation und ggf. Nachweisflihrung

Dabei kdnnen folgende Datenarten betroffen sein:

— Identifikationsdaten: Name, Vorname, Geburtsdatum, Kontaktdaten

— Beschaftigungs- oder Zuordnungsdaten: Dienststelle, Funktion, Einsatzbereich

— Schadensspezifische Angaben: Datum, Ort, Art des Schadens, Unfallhergang, Beteiligte
— Versicherungsbezogene Daten: Policennummer, betroffene Gegenstande, Schadenhdhe
— Bankverbindungen: soweit erforderlich zur Auszahlung oder Ruckerstattung

— Gesundheitsdaten (z. B. bei Personenschaden im Rahmen der Unfallversicherung)
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b) Interne Prifung, Nachbereitung und Kommunikation

Zur ordnungsgemalen Bearbeitung werden die Daten innerhalb des Kirchenkreises
verarbeitet, um

— Ruckfragen zu klaren,

— die Angaben auf Vollstandigkeit oder Plausibilitat zu prufen,

— ggof. erganzende Informationen einzuholen oder Ricksprachen zu fihren.

Die Daten werden dabei nur jenen Mitarbeitenden zuganglich gemacht, die fir die
Schadensbearbeitung zustandig oder berechtigt sind.

c) Dokumentation und Nachweisfiihrung

Zur rechtssicheren Ablage werden die Unterlagen im Rahmen der allgemeinen
Verwaltungsorganisation gespeichert und ggf. in analoge oder digitale Sachakten
Ubernommen. Dies kann insbesondere erforderlich sein zur

— Erflllung von Pruf- und Aufbewahrungspflichten,

— Durchfihrung interner Kontrollen oder Auswertungen,

— Nachvollziehbarkeit in spateren Schadens- oder Haftungsfragen.

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung personenbezogener Daten im Zusammenhang mit der Bearbeitung von
Schadensmeldungen gegenuber kirchlichen Versicherungen erfolgt auf Grundlage des
Gesetzes Uber den kirchlichen Datenschutz (DSG-EKD) in der jeweils geltenden Fassung.
MaRgeblich sind insbesondere folgende Bestimmungen:

-§ 6 Nr. 3 DSG-EKD - Erforderlichkeit zur Aufgabenerfillung der verantwortlichen
Stelle:

Die Datenverarbeitung ist zulassig, wenn sie zur Erfullung der dem Kirchenkreis
obliegenden Aufgaben erforderlich ist. Dies umfasst insbesondere die verwaltungsseitige
Vorbereitung, Koordinierung, Dokumentation und Begleitung von Schadensfallen, die
kirchliche Einrichtungen oder Mitarbeitende betreffen.

-§ 6 Nr. 6 DSG-EKD - Erfillung einer rechtlichen Verpflichtung:

In bestimmten Fallen besteht eine gesetzliche Pflicht zur Dokumentation, Aufbewahrung
oder Ubermittlung personenbezogener Daten — etwa zur Erfiillung steuer-, haftungs- oder
versicherungsrechtlicher Vorgaben, zur ordnungsgemafien Nachweisfuhrung oder zur
Mitwirkung bei Prifungen.

-§ 6 Nr. 5 DSG-EKD - Erfillung eines Vertrags:

Soweit Versicherungsverhaltnisse oder zugehoérige Schadenregulierungen auf
vertraglichen Beziehungen beruhen, erfolgt die Datenverarbeitung zur Durchflihrung
dieses Vertrags.

-§ 13 DSG-EKD - Verarbeitung besonderer Kategorien personenbezogener Daten:
Soweit im Rahmen der Unfall- oder Haftpflichtversicherung besondere Kategorien
personenbezogener Daten verarbeitet werden (z.B. Gesundheitsdaten bei
Personenschaden), erfolgt die Verarbeitung ausschlieRlich unter Beachtung der
gesetzlichen Voraussetzungen des § 13 DSG-EKD und unter Anwendung angemessener
Schutzmalnahmen.

-§ 6 Nr. 2 i.V.m § 11 DSG-EKD - Einwilligung:

Wenn eine Datenverarbeitung nicht auf einer gesetzlichen Grundlage beruht (z. B.
freiwillige Angaben, zusatzliche Informationen oder Veroffentlichungen), kann sie auf einer
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ausdrucklich erteilten Einwilligung beruhen. Die betroffene Person kann diese Einwilligung
jederzeit mit Wirkung fur die Zukunft widerrufen.

-Hinweis auf erganzende oder abweichende Rechtsgrundlagen:

In besonderen Fallgestaltungen konnen auch andere gesetzliche Erlaubnistatbestande
nach dem DSG-EKD oder anderen Rechtsvorschriften Anwendung finden,

DarlUber hinaus gelten ggf. weitere einschlagige kirchliche oder staatliche
Rechtsvorschriften, insbesondere:

— haushaltsrechtliche Regelungen zur Beleg- und Nachweispflicht

— das Versicherungsvertragsgesetz (VVG)

— ggf. das Steuerrecht und das Zivilrecht bei Schadenersatzforderungen.

4. An welche Empfanger werden lhre Daten weitergegeben?
Im Zusammenhang mit der Abwicklung von Versicherungsangelegenheiten kann es
erforderlich sein, lhre personenbezogenen Daten an folgende Empfanger weiterzugeben:

a) Versicherungsunternehmen und deren Dienstleister

Zur Geltendmachung, Prifung oder Abwicklung von Versicherungsfallen werden die
erforderlichen Angaben an die jeweils zustandigen Versicherer und deren vertraglich
gebundene Dienstleister Ubermittelt.

b) Interne Empfanger
Innerhalb des Kirchenkreises erhalten nur diejenigen Personen und Stellen Zugriff auf Ihre
Daten, die mit der Bearbeitung des Versicherungsfalls befasst sind.

c) Externe Empfanger

Soweit fur die Bearbeitung des Versicherungsfalls erforderlich, konnen Daten an externe
Prufer, Gutachter, Werkstatten oder mit der Schadensaufnahme beauftragte Dritte
weitergegeben werden — insbesondere zur Klarung technischer, medizinischer oder
sachlicher Umstande. Im Falle rechtlicher Auseinandersetzungen oder zur Erflllung
gesetzlicher Mitwirkungspflichten kann eine Weitergabe an Anwaltskanzleien, Gerichte
oder zustandige Behorden erfolgen. Je nach Art des Versicherungsfalles kann im Einzelfall
eine Weitergabe an andere berechtigte Empfanger erforderlich sein — etwa an
Leasinggesellschaften, Fahrzeughalter, kirchliche Aufsichtsorgane oder betroffene Dritte.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien fir ein angemessenes Daten-
schutzniveau sichergestellt, etwa durch Angemessenheitsbeschliisse oder anerkannte
vertragliche Schutzmechanismen

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten werden grundsatzlich nur so lange gespeichert, wie dies fur die
Bearbeitung und Dokumentation von Versicherungsangelegenheiten erforderlich ist.
MaRgeblich sind dabei insbesondere folgende Zeitraume:
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a) Wahrend der laufenden Bearbeitung eines Schadensfalls:

Die Daten werden wahrend des gesamten Bearbeitungsprozesses gespeichert,
einschlieBlich interner Prufung, Abstimmung mit dem Versicherer und maoglicher
Ruckfragen oder Nachforderungen.

b) Nach Abschluss des Vorgangs:

Es gelten die allgemeinen steuer- und handelsrechtlichen Aufbewahrungsfristen,
insbesondere:

— 10 Jahre fur abrechnungs- und buchhaltungsrelevante Unterlagen (z.B. Rechnungen,
Zahlungsbelege),

— 6 Jahre fur sonstige geschaftliche Korrespondenz (§ 147 AO, § 257 HGB analog
anwendbar).

— Bei haftungsrelevanten Vorgangen oder langerfristigen Ruckforderungs- oder
Regressmaoglichkeiten kann eine langere Aufbewahrung erforderlich sein, wenn dies zur
Geltendmachung, Ausibung oder Verteidigung von Rechtsansprichen notwendig ist (ggf.
bis zu 30 Jahre nach § 197 BGB).

c) Archivierung:

Fur archivwirdige Unterlagen, insbesondere bei bedeutenden Schadensereignissen oder
fur die Dokumentation von Versicherungsverlaufen, erfolgt nach Ablauf der regularen
Fristen ggf. eine Ubernahme ins kirchliche Archiv nach MaRgabe des kirchlichen
Archivrechts.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD:

Im Zusammenhang mit der Bearbeitung von Versicherungsangelegenheiten sind Sie
verpflichtet, diejenigen personenbezogenen Daten bereitzustellen, die fur die
Geltendmachung, Prifung oder Abwicklung von Versicherungsfallen erforderlich sind. Dies
umfasst insbesondere Angaben zu Schadenshergang, Beteiligten, betroffenen
Gegenstanden oder erlittenen Schaden.

Ohne diese Daten kann eine sachgerechte Bearbeitung durch den Kirchenkreis sowie die
Weiterleitung an den Versicherer nicht erfolgen. Infolgedessen kann der
Versicherungsschutz eingeschrankt sein oder eine Regulierung ganz entfallen.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlieRlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

J) Datenschutzhinweise zum Antrag auf Benutzung von Archivgqut

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen verarbeiten wir?

Wir verarbeiten die von Ihnen im Nutzungsantrag angegebenen personenbezogenen
Daten. Dies sind insbesondere Angaben zur Person: Name, Vorname, Anschrift,
Telefonnummer, E-Mail-Adresse, ggf. Beruf (freiwillige Angabe), bei Auftragsarbeiten:
Name und Anschrift des Auftraggebers, Angaben zum Benutzungszweck und
Benutzungsvorhaben sowie die Angabe, ob eine Veroéffentlichung Ihres Forschungs-
gegenstandes geplant ist sowie ggf. das geplante Erscheinungsdatum
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3. Auf welcher Rechtsgrundlage erfolgt die Datenverarbeitung und zu welchen
Zwecken?

Die Verarbeitung lhrer personenbezogenen Daten erfolgt gemaf § 6 Nr. 1 EKD-
Datenschutzgesetz (DSG-EKD) i.V.m. § 3 Abs. 1 S. 1 Archivbenutzungsordnung
(ArchBenOQ) der Ev.-Luth. Kirche in Norddeutschland. Nach § 3 Abs. 1 S. 1 ArchBenO
muss der Benutzungsantrag die erforderlichen Angaben zur Person der Benutzerin bzw.
des Benutzers und gegebenenfalls der Auftraggeberin bzw. des Auftraggebers, zum
Forschungsgegenstand und Benutzungszweck und daruber enthalten, ob und wie die
Forschungsergebnisse ausgewertet werden sollen.

Wenn Sie uns die Einwilligung dazu erteilen, dass wir anderen Benutzerinnen und
Benutzern, die das gleiche oder ein ahnliches Thema bearbeiten wie Sie, Ihre im
Benutzungsantrag mitgeteilten Daten weitergegeben durfen, ist die Rechtsgrundlage fur
diese Datentbermittlung § 6 Nr. 2 DSG-EKD.

4. An welche Empfanger werden die Daten weitergegeben?

Innerhalb des Kirchenkreises erhalten nur diejenigen Personen Zugriff auf lhre personen-
bezogenen Daten, die diese zur Erflllung ihrer dienstlichen Aufgaben benétigen. Dies sind
insbesondere Mitarbeitende des Kirchenkreisarchivs.

In der Regel werden die personenbezogenen Daten aus Ihrem Nutzungsantrag nicht an
externe Dritte weitergegeben. In Ausnahmefallen, bspw. zur Rechtsverfolgung oder
Rechtsverteidigung, behalten wir uns jedoch die Weitergabe an externe Stellen (wie bspw.
Rechtsanwaltschaft, Gerichte, Rechtsschutzversicherung, Staatsanwaltschaft, Polizei,
Behorden) vor.

Wenn Sie uns lhre Einwilligung hierzu erteilen, werden wir Ihre Daten zudem ggf. an
andere Benutzerinnen und Benutzer weiterleiten, die das gleiche oder ein ahnliches
Thema bearbeiten wie Sie.

5. Wie lange werden lhre Daten gespeichert?

Ihre Antrags- und Nutzungsdaten werden grundsatzlich fur 10 Jahre nach Abschluss des
Benutzungsverfahrens aufbewahrt und anschlielend geloscht bzw. vernichtet. Falls Sie
uns ein Belegexemplar lhres Forschungsgegenstandes gemal § 4 ArchBenO zur
Verfugung stellen, wird dieses und die hierin enthaltenen personenbezogenen Daten
gemal § 4 Abs. 2 S. 1 des Archivgesetzes (ArchG) der Ev.-Luth. Kirche in
Norddeutschland dauerhaft aufbewahrt, wenn das Belegexemplar als Archivgut
ubernommen wird.

6. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auRRerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittiung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien flr ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.
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7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD

Zur Bereitstellung lhrer 0.g. personenbezogenen Daten sind Sie weder gesetzlich noch
vertraglich verpflichtet. Eine Nichtbereitstellung lhrer Daten hatte jedoch zur Folge, dass
wir Ihren Nutzungsantrag nicht bearbeiten bzw. nicht genehmigen konnen.

8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD

Es finden keine Entscheidungen statt, die ausschlieRlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.

K) Datenschutzhinweise Meldewesen

1. Verantwortliche Stelle, Datenschutzbeauftragter und Betroffenenrechte
Informationen zur verantwortlichen Stelle, zu unserem Datenschutzbeauftragten und lhren
Rechten finden Sie oben unter I.) Allgemeiner Teil.

2. Welche personenbezogenen Daten von lhnen erheben wir zu welchen Zwecken?
Bei der Anmeldung einer Amtshandlung (Taufe, Konfirmation, Trauung, Bestattung) oder
einer kirchenmitgliedschaftlichen Entscheidung (Aufnahme, Wiederaufnahme, Ubertritt)
verarbeitet der Ev.- Luth. Kirchenkreis Nordfriesland personenbezogene Daten zu
bestimmten kirchlich- rechtlich legitimierten Zwecken. Diese Zwecke sind sowohl
seelsorgerlich, kirchenrechtlich als auch verwaltungsorganisatorisch begriindet.

Zwecke der Datenverarbeitung bei der Anmeldung einer Amtshandlung/kirchenmitglied-
schaftsbezogenen Entscheidung:

1. Durchfiuhrung der Amtshandlung/kirchenmitgliedschaftsbezogenen Entscheidung
e Vorbereitung und Durchfiihrung der jeweiligen Amtshandlung/ kirchenmitglied-
schaftsbezogenen Entscheidung (Erfassung der personenbezogenen Daten, s.
jeweiliges Anmeldeformular)
o Kontaktaufnahme mit den betroffenen Personen (z.B. Taufeltern, Brautpaar, An-
gehorige)

2. Fuhren der Kirchenbucher und Verzeichnisse
o Eintrag der Amtshandlung in die Kirchenbucher (Taufe, Konfirmation, Trauung,
Bestattung)
o Eintrag der kirchenmitgliedschaftsbezogenen Entscheidungen in die Verzeich-
nisse (Aufnahme, Wiederaufnahme, Kirchenaustritt)

3. Erfullung kirchenrechtlicher Pflichten
o Nachweis und Dokumentation kirchlicher Handlungen gemalf} Kirchenrecht (z.B
Taufnachweis als Voraussetzung flr Konfirmation oder Trauung)
o Statistische Erhebungen innerhalb der Kirche (z.B Anzahl der Taufen pro Jahr)
e Durchfuhrung gleichmalliger Besteuerung

4. Seelsorgerische Begleitung und Gemeindearbeit
e Personliche Begleitung im Lebensabschnitt der Amtshandlung
o Integration in das kirchliche Leben (z.B. Einladung zu Tauf- oder Konfirmationsju-
bilden), Fundraising
e Kirchenwahlen
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5. Rechtsgrundlage und Nachvollziehbarkeit
o Sicherstellung der Rechtsmafigkeit der Amtshandlung (z.B. Prifung von Voraus-
setzungen)
o Ausstellen von Bescheinigungen und Urkunden

3. Auf welcher Rechtsgrundlage werden lhre personenbezogenen Daten verarbeitet?
Die Verarbeitung Ihrer personenbezogenen Daten im Rahmen des kirchlichen
Meldewesens erfolgt auf Grundlage des Gesetzes uber den kirchlichen Datenschutz
(DSG-EKD) in der jeweils geltenden Fassung. Maldgeblich sind insbesondere folgende
Bestimmungen:

-§ 6 Nr. 1 DSG-EKD - Erlaubnis durch kirchliche oder staatliche Rechtsvorschriften:
Die Verarbeitung ist rechtmaRig, wenn sie durch eine kirchliche oder staatliche
Rechtsvorschrift erlaubt oder vorgeschrieben ist. Dies betrifft insbesondere folgende
Rechtsvorschriften:

- Kirchengesetz Uber die Kirchenmitgliedschaft, das kirchliche Meldewesen und den
Schutz der Daten der Kirchenmitglieder (Kirchengesetz tber die Kirchenmit-
gliedschaft)

- Kirchengesetz zur Ausfihrung und Erganzung des Kirchengesetzes Uber die
Kirchenmitgliedschaft (KMGAEG)

- Rechtsverordnung uber das Kirchenbuch- und Meldewesen sowie zur Kirchen-
mitgliedschaft (KMKMVO)

- Bundesmeldegestz (BMG)

- Meldegesetz fur das Land Schleswig- Holstein (LMG)

-§ 6 Nr. 3 DSG-EKD - Erforderlichkeit zur Aufgabenerfiillung der verantwortlichen
Stelle:

Die Verarbeitung ist zulassig, wenn sie zur Wahrnehmung der Aufgaben des
Kirchenkreises erforderlich ist. Dazu gehort das kirchliche Meldewesen.

-§ 6 Nr. 6 DSG-EKD - Erfillung einer rechtlichen Verpflichtung:
In bestimmten Fallen ist die Verarbeitung zur Erfullung gesetzlicher Pflichten erforderlich,
etwa zur Erfullung steuerlicher, buchhalterischer oder archivrechtlicher Vorgaben

-§ 6 Nr. 2i.V.m. § 11 DSG-EKD - Einwilligung:

Soweit eine Verarbeitung nicht durch gesetzliche Vorschriften gedeckt ist, kann sie auf
einer informierten, freiwilligen Einwilligung beruhen. Dies betrifft insbesondere freiwillige
Angaben im Rahmen der Kommunikation.

-Erganzender Hinweis auf weitere mogliche Rechtsgrundlagen:
In besonderen Fallkonstellationen kann sich die Rechtmaligkeit der Verarbeitung auch
aus weiteren Bestimmungen des DSG-EKD ergeben.

4. An welche Empfanger werden lhre Daten weitergegeben?

Ihre personenbezogenen Daten werden grundsatzlich nur weitergegeben, soweit dies zur
Erfullung der oben genannten Zwecke erforderlich ist, gesetzlich vorgeschrieben ist oder
Sie ausdrucklich eingewilligt haben. Dabei wird zwischen interner Weitergabe,
beauftragten Dienstleistern und externen Stellen unterschieden:

a) Innerhalb des Kirchenkreises:

Zugriff auf Ihre Daten erhalten innerhalb des Kirchenkreises nur diejenigen Stellen oder
Personen, die diese zur Erfullung ihrer jeweiligen Aufgaben benotigen.
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b) An kirchliche Stellen:

Mit Meldeangelegenheiten befasste Stellen innerhalb des Ev.-Luth. Kirchenkreises
Nordfriesland oder seiner Kirchengemeinden, der Nordkirche, andere Landeskirchen aus
dem Bereich Amtshandlungs- bzw. Meldeangelegenheiten (im Fall einer Kirchenmit-
gliedschaft in besonderen Fallen, z.B. Umgemeindung in eine andere Landeskirche).

c) An staatliche Stellen:
Einwohnermeldeamter, Finanzbehorden.

d) An externe Empfanger:

Einzelne Verarbeitungsvorgange erfolgen mit Unterstiitzung von externen Dienstleistern,
etwa in den Bereichen IT-Betreuung, Hosting, Wartung, Steuerberatung oder Liegen-
schaftsbuchflihrung. Diese Dienstleister sind durch entsprechende Vertrage
(Auftragsverarbeitung gem. § 30 DSG-EKD) verpflichtet, die personenbezogenen Daten
ausschlieflich auf Weisung der verantwortlichen Stelle und unter Beachtung strenger
Datenschutzanforderungen zu verarbeiten.

5. Wo werden die Daten verarbeitet?
Die Verarbeitung lhrer personenbezogenen Daten erfolgt grundsatzlich innerhalb der
Europaischen Union oder des Europaischen Wirtschaftsraums (EU/EWR).

Soweit im Rahmen von Auftragsverarbeitungsverhaltnissen externe IT-Dienstleister,
Rechenzentren, Cloud-Anbieter oder andere beauftragte Stellen eingesetzt werden, die
ihren Sitz auerhalb der EU bzw. des EWR haben oder personenbezogene Daten dort
verarbeiten, erfolgt eine Ubermittlung nur unter Beachtung der Vorgaben des § 10 DSG-
EKD. In diesen Fallen werden geeignete Garantien fur ein angemessenes
Datenschutzniveau sichergestellt, etwa durch Angemessenheitsbeschlisse oder
anerkannte vertragliche Schutzmechanismen.

6. Wie lange werden lhre Daten gespeichert?

Personenbezogene Daten im Zusammenhang mit dem kirchlichen Meldewesen werden
grundsatzlich nur so lange gespeichert, wie dies zur Erfullung der jeweiligen Zwecke
erforderlich ist.

Nach Wegfall des Verarbeitungszwecks erfolgt eine Loschung, sofern keine gesetzlichen
oder kirchlichen Aufbewahrungspflichten entgegenstehen.

Malgeblich fur die Dauer der Aufbewahrung sind insbesondere die Kirchenbuchordnung,
wonach die Amtshandlungsdaten dauerhaft im Kirchenbuch gespeichert werden, wahrend
die Daten im Gemeindegliederverzeichnis fur die Dauer der Kirchenmitgliedschaft und bis
zu zwei Jahre nach ihrer Beendigung aktiv gespeichert werden. Aufbewahrungsfristen
ergeben sich aullerdem aus archiv- rechtlichen Vorschriften (Kirchengesetz uber die
Sicherung und Nutzung von Archivgut der EKD - EKD-Archiv-Gesetz); Rechtsverordnung
uber die Aufbewahrung, Aussonderung und Vernichtung (Kassation) von Unterlagen
kirchlicher Korperschaften — Kassationsordnung.

7. Hinweis nach § 17 Absatz 2 Nr. 4 DSG-EKD:

Es besteht keine Verpflichtung zur Bereitstellung von personenbezogenen Daten. Ohne
die Bereitstellung der erforderlichen Daten kann die jeweilige Amtshandlung jedoch nicht
durchgefuhrt werden.
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8. Hinweis nach § 17 Absatz 2 Nr. 5 DSG-EKD
Es finden keine Entscheidungen statt, die ausschlieRlich auf automatisierter Verarbeitung
— einschliel3lich Profiling — beruhen.
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